625-CD-008-002

EOSDIS Core System Project

ECS Project Training Material
Volume 8: Ingest

March 1999

Raytheon Systems Company
Upper Marlboro, Maryland



ECS Project Training Material
Volume 8: Ingest

March 1999

Prepared Under Contract NAS5-60000
CDRL Item 129

RESPONSIBLE ENGINEER

Ralph E. Fuller /s/ 3/22/99

Ralph E. Fuller Date
EOSDIS Core Systen Project

SUBMITTED BY

Thomas J. Hickey /s/ 3/22/99

Tom Hickey, M&O Manager Date
EOSDIS Core Systen Project

Raytheon Systems Company
Upper Marboro, Maryand

625-CD-008-002



This page intentionally left blank.

625-CD-008-002



Preface

This documents a contract deliverable with an approval code of&s such, it does not require
formal Governmentapproval. This document is delivered for information only, but is subject to
approval as meeting contractual requirements.

Any questions should be addressed to:

Data Management Office

The EGS Project Office

Raytheon Systems Company
1616 McCormick Dr.

Upper Marlboro, MD 20774-5301
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Abstract

Thisis Volume 8of a seriesof lessongontainingthe training materialfor Release #f the Earth
ObservingSystemDataand Information $stem (EO®IS) Core §stem (EG). This lesson
provides a detailed description of the process for receiving, logging, and marking all
non-electronic media for processing and storage in the ECS sy$atinods for monitoring

performance of data requests, managing/processing ingest data, and indemtihg
media/metadata are ato revewed.

Keywords: training, instructional design, course objective, Ingest
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Introduction

Ildentification

Training Material Volume 8 is part of Contract Data Requirements List (CDRL)1&9ywhose
requirements are specified in Data Item Description (DID) 625/0P3 aneagiireddeliverable
under the Earth Observing System Data and Information SY&&8DIS)Core System(ECS),
Contract (NAS5-6000).

Scope

Training Material Volume 8describeghe processand proceduredor ingestof datainto ECS.
This lesson is designed to provide the operationswttffsufficientknowledgeandinformation
to sdisfy dl lesson objetives.

Purpose

The purpose of this Student Guide is to provide a detailed cobtirestructionthat forms the
basis for understanding Ingest.esson objectives are developed and will be useglidethe
flow of instruction for this lessonThe lesson objectives will serve as the basis for verifying that
all lesson topics are contained within this Student Guide and slide presentation material.

Status and Schedule

This lesson module provides detailed information about trainingRedeasel. Subsequent
revisions will besubmittel as needed.

Organization
This document is organized as follows:

Introduction: The Introduction presents the documaedentification, scope,
purpose, and organization.

Rdated Doawumentdion: Rdated Documentdion identifies paent, applicable and
information documents associated with this document.

StudeniGuide: The Student Guide identifies the core elements ofléisison. All
Lesson Olgcives and assoaied pbpics aremcluded.

Slide Presentaion: Slide Presentation is resaved for al slides usal by the instrudor
during the presentation of this lesson.
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Related Documentation

Parent Document

The parent document is the document from which this ECS TraMigrial's scopeand
content are derived.

423-41-01 Goddard pace Fight Center, EOBIS CoreSystem(ECS Statement
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Applicable Documents
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document:

420-05-03 Goddard Space Flight Center, Earth Observing y§tem (EO$
Performance Assurance eguirements for the EQ3S Core §/stem
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Ingest Overview

Lesson Overview

This lessonprovidesyou with the process for Ingest status monitoring, use of Ingest operator
tools, and Ingestprocessing. It provides practical experience in using the tools you need for
monitoring the ingest history log, monitoring/controlling ingest requests, setting ingest
parameters, and managing ingest processing.

Lesson Objectives

Overall Objective - The overall objective of this lesson is for Mantenance and Opeations
(M&O) personnel to develop proficiency in the procedures that apply to data ingestarthe
Observing $stem Data and InformatioryStem (EO®IS) Core §stem (EG).

Condition - The student will be given a workstatioonsolewith accesso ECSingestgraphical
user interface (GUI) tools, a copy of 609-CD-003-002rsion 2.0 Operations Tools Manuat
the ECS Propct and a copy of611-CD-004-003Mission Operation Procedures for the ECS
Project

Standard - The student will use the tools to perform ingest in accordance with the prescribed
procedures without error.

Specific Objective 1 - The student will describe the ingest function, providing a general
statement of the ingest responsibility in ECS and an overview of the ingest process.

Condition - The student will be given a copy of 609-CD-003-002rsion 2.0 Operation$ools
Manual for the ECS Projecand a copy 0f611-CD-004-003Mission Operation Procedures for
the ECS Propct

Standard - The studet will correctly stae theingest rolein ECS, stde at least three (3) ingest
activities, identify four (4) types of ingest automded messayes, identify five (5) categories of
ingest, and identify at least two (2) types of data transfer for ingest.

Specific Objective 2- The student will perform the steps involved in launching the Ingest GUI.

Condition - The studet will be given a stdement of therequirements for lainching thelngest
GUI, accessto the Ingest Subsystem (through a workstation orte¢minal), a copy of
609-CD-003-002Version 2.0 Operations Tools Manual ftre ECS Project and a copy of
611-CD-004-003Mission Operation Procedures for the ECS Praject

Standard - The student will perform without error the steps involedaunchingthe Ingest
GUI in accordance uh the appicabk procedure.
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Specific Objective 3 - The student will perform the steps involved in monitoring/controlling
ingest requests, including suspending/resuming ingest requests and canceling ingest requests.

Condition - Thestudet will be given astadement of therequirementsfor monitoring/@ntrolling
ingestrequestgincluding the identificationof a request by date and/or external data provider),
access to the Ingest Subsystem (through aworkstation or Xerminal), a copy of
609-CD-003-002Version 2.0 Operations Tools Manual ftre ECS Project and a copy of
611-CD-004-003Mission Operation Procedures for the ECS Praject

Standard - The student will perform without error the steps involved in monitoring/controlling
ingestrequest usng the IngestGUI Monitor/Control screenn accordanceavith the appicabk
procedure.

Specific Objective 4- The studentwill performthe steps involved in viewing the ingest history
log using the Ingest GUI History Log screen.

Condition - The student will be given a staement of the requirements for vieving the ingest
history log (including the dentficaion of a spedic requesto be viewed),accesdo the Ingest
Subsystem (through a workstation ortefminal), a copyof 609-CD-003-002,Version 2.0
Operations Tools Manual for th&CS Project and a copy of 611-CD-004-003,Mission
Operation Procedures for the ECS Project

Standard - The student will perform without error the steps involved in viewing the ingest
history log usng the IngesiGUI History Log screenn accordance \th the appicabk procedure.

Specific Objective 5- The student will perform the steps involvedverifying the archiving of
ingested data.

Condition - The student will be given astaement of therequirements for veifying the archiving

of ingested data and access to tlle Bnd Sorage ManagementyStem (FEMS) (through a
workstation or Xterminal), a copyf 609-CD-003-002Version 2.0 Operations Tools Manual
for the ECS Progct, and a copy 0611-CD-004-003Mission Operation Procedures for the ECS
Project

Standard - The student will perform without error the steps involved in verifying the archiving
of ingesed daa in accordance th the appicabk procedure.

Specific Objective 6 - The student will perform the steps involved in cleaning pbking
directories.

Condition - The studet will be given a staement of therequirements for deaning thepolling
directories and access to the Ingasbsystem (through a workstation orte¢minal),a copy of
609-CD-003-002Version 2.0 Operations Tools Manual ftre ECS Project and a copy of
611-CD-004-003Mission Operation Procedures for the ECS Praject

Standard - The student will perform without error tleepsinvolved in cleaningthe polling
directories in accordance wh the appicablke procedure.
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Specific Objective 7 - The student will perform the steps involved in performing haedlia
ingest from an 8mm and/or D3 tape cartridge.

Condition - Thestudent will begiven a staement of therequirements for peforming had mealia
ingestfrom an 8mm and/orD3 tapecartridge, a tape cartridge containing data to be ingested,
access to an appropriate tape drive, and access to the lngsgste8m (through a workstation or

X terminal), a copy of 609-CD-003-00¥ersion 2.0 Operations Tools Manual for tB€S
Project and a copy 0611-CD-004-003Mission Operation Procedures for the ECS Praject

Standard - The student will perform without error tiséepsinvolvedin performinghardmedia
ingestfrom an 8mm andbr D3 ape cantidge n accordance \th the appicabke procedure.

Specific Objective 8- The student will perform the steps involved in scanning a docuanent
checkng the file resuting from scannng t verify that the scanmg has beeracconplished

properly.

Condition - The student will be given a stadement of therequirements for sanning adoament
andcheckng thefile resuting from scannng o verfy thatthe scanmg has been accgished
properly, a document to be scanned, access tectieningequipmentand software,a copy of
609-CD-003-002Version 2.0 Operations Tools Manual fthre ECS Project and a copy of
611-CD-004-003Mission Operation Procedures for the ECS Praject

Standard - The studentwill perform without error (in accordance with the applicable procedure)
thestepsinvolvedin scanningadocumentind checking the file resulting from scanning to verify
thatthe scanmg has been accaiished propesl.

Specific Objective 9- The student will perform the steps involved in modifying external data
provider information using the Ingest GUI Operator Tobsdify ExternalDataProvider/User
Information screen.

Condition - The studet will be given a staement of the requirements for modifying &ternd
dat@ provider nformation (including the nformaton o be modified), accessto the Ingest
Subsystem (through a workstation ortexminal), a copyof 609-CD-003-002,Version 2.0
Operations Tools Manual for th&CS Project and a copy of 611-CD-004-003,Mission
Operation Procedures for the ECS Project

Standard - The student will perform without error the steps involved in modifying external data
provider information using the Ingest GUI Operator Tobsdify ExternalDataProvider/User
Information screenn accordance \h the appicabk procedure.

Specific Objective 10 - The student will perform the steps involved modifying Ingest
Subsystem parameters using the Ingest GUI Operator Tools: Modify System Parameters screen.

Condition - The studet will be given a staement of the requirements for modifying Ingest
Subsysem parangters (including the paraneter data to be nodified), accessotthe Ingest
Subsystem (through a workstation ortexminal), a copyof 609-CD-003-002,Version 2.0
Operations Tools Manual for th&CS Project and a copy of 611-CD-004-003,Mission
Operation Procedures for the ECS Project
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Standard - The student will perform without error the steps involved in modifying Ingest
Subsystem parameters using the Ingest GUI Operator Tdol#ify SystemParameterscreen
in accordance \th the appicabk procedure.

Specific Objective 11- The student will perform the steps involved in transferring €ilsgthe
Ingest GUI Operator Tools: File Transfer screen.

Condition - The studet will be given a stdement of the requirements for transfering files
(including the identification of files to be transferred), acteshe IngestSubsystenm(througha
workstation or Xterminal), a copyf 609-CD-003-002Version 2.0 Operations Tools Manual
for the EGS Progct, and a copy 0611-CD-004-003Mission Operation Procedures for the ECS
Project

Standard - The studentwill performwithout error the steps involved in transferring files using
the IngestGUI Operabr Took: File Transfer screemiaccordance \th the appicabke procedure.

Specific Objective 12- The student will perform the steps involved in troubleshooting and
recovering from ingest problems.

Condition - The student will be given a statementtlod requirementdor troubleshootingand
recovering from ingest problems (including a specific failure to troubleshoot), arcéss
IngestSubsystenfthrougha workstation or Xerminal), a copy of 609-CD-003-002ersion 2.0
Operations Tools Manual for th&CS Project and a copy of 611-CD-004-003,Mission
Operation Procedures for the ECS Project

Standard - The student will perform without error the stapsolved in troubleshootingand
recoverng fromingestproblens in accordance wh the appicablke procedure.

Importance

This lesson provide studats who will belngest/Distribution Tehnidans d the Distributed
Active Archive Centers (DAACSs) with the knowledge and skills neede@ffective ingestof

ECS d#a. It ensures development of opeationd capability that optimizes ingest peformance to
realize the potential for reliability, availability, maintainability, and security in data receipt and
placement in the storage hierarchit. provides thorough preparation fiwe following Ingest
functions (among others):

e Automated network ingest.

e Polling ingest.

e Monitoring/controlling ingest request processing.

e Hard media ingest.

e Adjusting ingest tunable parameters.

e Troubleshooting and recovering from ingest problems.
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Ingest Concepts

ECS Context

Ingest for EG is accomplished at the Distributed Actiechive Centers(DAACS). Thepeople
involved in Ingest activities are Ingest/Distribution Technicians.

The ECS Context Diagram (Figurg) shows the relationships among subsystems within the
ScienceDataProcessingomponendbf ECS. The Ingest Subsystem (INS) is the point of entry to
ECS for data from external data providers. The Daa Server Subsysem (DSS) manages access t

the data repositories, where ingested data are st@déd:ourse,the contextdiagramshowsa
generalizedhigh-level)view of ECS. The Ingestarchitecturediagram(Figure2) focuseson the
Ingestprocessandits relationships with other subsystenmghe Storage Management (STMGT)
andScienceData Server (SDSRV) archiecture diagrans (Figures 2and3 respeatvely) focuson
those two individual computer software configuration items (CSCIs) of the Data Server
Subsysem and heir relationshps with each dter and wih other subsysms.

e Ingest (Figure 2) transfers data into ECS, performs preprocessing, and forwards the
datato DSS for echiving.

e Storage Management (Figure 3) stores, manages, and retrieves data files on behalf of
other parts of the Science Data Processing component.

e Science Daa Server (Hgure 4) nanages and progles user access tolecions of
non-document Earth Science data.

Ingest Subsyst em

The Ingest Subsystem is the part of the ECS Science Data Processing compontet that
Ingest/DistributionTechnicianuseswhen getting data from external data providers into ECS.
The Ingest/Distribution Technician has access to Ingest primarily through the IB§&St
graphtal user nterface (GUI).

The Ingest Subsystem is composed of just one CSCINS®., The subsystenhasthefollowing
major components as shown in Figure 2:

e Automated Network Ingest Interface (EcinAuto).

- Saver tha provides basic capability to ingest dda eectronically from an
external source.

e Polling Ingest Client Interface (EcInPolling).

- Clients thatcreae poling request, deectnew files in a spedied exernal
location, create and submit Ingest requests.
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Interacive Ingestinterface (Eclninér).

- Saver tha provides séence uses and ECS opstors thecapability for
interactive request to ingest data available on the network.

Ingest Request Manager (EcinRegMgr).
- Server that manages Ingest request traffic and processing.
Ingest Granule Server (EcinGran).

- Server that provides services for required preprocessing of data and subsequent
insetion into theData Sever Subsystm.

15 625-CD-008-002



e ECS Ingest GUI (EcInGUI).

- GUI tha provides the Ingest/Distribution Tehnidan with the capability to
perform physical media ingest; monitor the Ingest history log; monitstétes
of ongoing ingest requests; initiate or cancel an Ingest requestaify Ingest
configuration parameters.

e Sybase Structured Query Language (SQL) Server.
[ Cammercialoff-the-shelf(COTS) software application that stores and provides
accessd IngestSubsysem internal dag; i.e., he Ingesbperaitons dasbases.
Storage Management (STMGT)

The Data Server Subsystem STMGT CSCI manages all physical storage resources for all DSS
components including the following items:

e Tape robotic archive.
e Random Array of Inexpensive Disks (RAID) disk cache.
e On-line sbrage.

» Peripheral devices (e.g., various types of magnetic tape drives) used for ingesting and
distributing data.

During data ingest STMGT provides nterfaces, whth alow Ingestto obtin accessa disk

space file transferprotocol (ftp) services, and peripheral devices (e.g., tape drives) which are
shared resourcesSTMGT archive code provides for the copying of files itite archive for
permanentsiorage.

STMGT has the following major components (as shown in Figure
e Archive Srver (EcDs$Archive&erver).
[ Saver thatprovides acces®tsored dad

[ THere can be multiple archive servers running gitvan site, eachwith its own
type of data or storage medium.

e Staging Severs.

[ Sthging Monitor Server (EcDsStStagingMonitorServer) - Seahamanages
group of data files that have been retrieved from the archive and pracex
cache area onaging disk; it maintains a ist of the data files sothat subsequent
data retrieval requests are fulfilled immediately withaguiringan additional
archve access.

[ Sthging Disk Server (EcDsStStagingDiskServer) - Server that mashge=d
disk space;jt allows clents o alocat dsk spaceand reservefiles between
staging directories and from non-staging to staging directories.
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- Resource Managers.

[ 8im Server (EcDs8MMServer) - ®rver that scheduds accessto the 8mm
cartridge tape drives shaed bdween Ingest and Dda Distribution; mantains a
request queue based on priority and time of request receipt.

[ D3 Server (EcDs$D3Server) - Srver that scheduts accesto the D3 cartidge
tape drive(s); maintains a request queue.

[ InhestFTP Server (EcDs3ngesEtpServer) - ®rver that scheduts access$or
Ingest file transfer protocol (ftp); maintains a request queue.

[ FTP Distribution Server (EcDsSFtpDisServer) - Server that scheduds access
for distribution ftp; maintains a request queue.

- Print Server (EcDsStPrintServer) - Server that manages prouirackinglist
files associated with distribution requests.

Pull Monitor Sever (EdDsStPullMonitorSever).

[ Sdver tha manages thefiles in theuse pull area; ddetes files & they are ether
retrieved (i.e., electronically pulled) from the user pull aredberomestale
(when thar time-out peiods epire).

Storage Management GUI (EcDsStmgtGui).

[ GUI to the daabase alows thetechnidan to sé paameers and onfiguraions
thatcontol the STMGT servers.

SybaeSQ Seaver.

[ CODTS software application that handles insertiand retrieval of data
concerning storge management ectivities into/from theSTMGT ddabase

Archival Management and Storage System (AMASS).
[ CDTS software application that supports the functiomhthe datarepository
hardware (e.g., archive robotics).
Science D ata Server (SDSRV)

The SDSRV CSCI is theat of the Data Sever Subsystm tha issue requests to theSTMGT
andDataDistribution (DDIST) CSCls to perform storage and distribution services in support of
the processing of service requests, such as insertion of data into the arcistebutionof data
products from the archive.The Ingest/Distribution Technician can gaaecessto SDSRV
through the 8ence Data &ver GUI if necessary.

SDSRYV has the following major components (as shown in Figjure

e Science Daa Server (EcDsS8ienceDaaServer).
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[—Sdrver responsible for managing collections of Earth Scienceetatdddata,
and for servicing requests for the storage, search, retrieval, and manipulation of
data within thosecollections.

e Hierarchcal Data Format (HDF) EOS Server (EcDsHdfEos&ver).

[ Sdver tha provides sgence daa subs#ting capabilities for Eath Sdence daa
that have been configured with a subsetting service.

e Science Daa Server GUI (EcDs8SvGui).

[ GUI tha dlows theopeator to monitor ative EdDsSadenceDataServer requests
and receive descriptor files and dynamic link libraries (dll) for configuring Earth
Science Daa Types (E®Ts) in the EcDs8ienceDaaServer.

e Sybase Spatial Query Server (SQS).

[ COTS softwae application thd provides theability to storeand search spdial
metadata in the ECS Inventory and Configuration data store, which contains
ESDT configuration information and the data catalog for all the archived
products found at the DAAC.

The Ingest Process

The Ingest function is characterized by a collectoddrhardwareand software that supports
receving dat and tansferrng it to the appropate ECS reposiories on d@her a routneor adhoc
basis. Data to be ingested may be of several types including:

e Sdencedaa.
e Science softvare packages.

Ingesttriggerssubsequenarchiving of the data and may activate a trigger for data processing
(e.g., if there are subscriptions for the data being ingested).

e Flexibility supports various data formats and structures, external interfaces, and
ad-hoc ingest tasks.

» Software offers tools from which to configure those required for a specific situation.
e Software configuration is called amgest client

- Single interface pont for recept of all external dat to be archred within the
Science Data Processing component of ECS.

- Client performs ingest data preprocessing, metadata extractiometadata
validation on any incoming data, as required.

Ingest is one of the responsibilities of DAAC Ingest/Distribution Techniciartsey monitor
automated ingest and set up ingest from hard media (e.g., tape cartridges).
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Ingest Activities

The Ingest function brings data into ECS from external data providéng following data
providers are representative:

e Landsat Processing System (LPS).

e Landsat7 Image Assessant System (IAS).

e EOS Data and Operations System (EDOS).
e Sdence Computing Fallities (SCFs).

e National Oceanic and Atmospheric Administration (NOAA) National Environmental
Saellite, Daa, and Informdion Sevice (NESDIS).

- Centrd Environmentd Saellite Compute Systen (CEMSCS) dta.
- Nationd Climatic Data Center (NCDC) dda.
« NOAA National Centers for Environmentalgeliction (NCER.
Ingest indudes thefollowing activities:
e Datatransfer andransnission checkng.
e Data preprocessing (including data conversions if required).
e Metadata extraction (as required)
e Metadata validation (as required).
e Transferring ingested data to the Data Server Subsystem for long-term storage.

Ingestprovides a sigle pont of monitoring and conbl of dat receved from dag providers
outsidethe DAAC. The nominal ingest process is fully automated, with minimal operator
intervention.

Ingest Categories

Ingest supports a wide variety of external interfac&fferent interfaces may usdifferent
protocolsfor datatransfer,which is why there are different ingest clientdowever, there are
some common characteristics that permit categorizing the interfaces:

e Automated network ingest.
- Used at Earth Resources Observation Systems (EROS) Data Center (EDC) only
- Data provider is the Landsat Processing System (LPS).
- Data Availability Notice (DAN) from LPS initiates ingest.

- ECS*“gets” datafrom an LFS processor sging area \a ftp, within a spedied
time window.
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e Polling ingest.
- With ddivery record.

[0 ECS periodically checks a network location for a delivery record file,
which indicates the availability of data for ingest.

[0 ECS “gets” data (within a specified time window) from the applicable
directory on an ECS stging sever, whae thedaa provide will have put
thedaa

(0 Data providers include EDQ#AS, SCFs, and NOAA NCEP
- Without delivery record.
[0 ECS periodically checks a network location for available data.

[0 All data at the location are treated as one specific data type, one file per
granule.

[0 ECS “gets” data from the network location, within a system-tunable time
period.

[0 Oncererieved, thefile is ompaed with thelast vesion tha was
ingested.If the new file is different from the previous one, it is ingested
as a new file.If it is identical to the previous one, it is not ingested.

(0 Data providers include NOAA NE3S CEMSCS,
e Hard media ingest by the Ingest/Distribution Technician.

- Ingest from hard media (e.qg., tape cartridges); from authorized institutions or
other providers, or as backup to other types of ingest (e.g., polling).

- Manual transfer requires file/record information equivalent to DANRPeither
furnished by the data provider or constructed by the Ingest/Distribution
Techncian.

- Data providers include SCFs, NOAA NESDIS NCDC, and the Ground Data
System (GDS) for the Advanced Spaceborne Thermal Emission and Reflection
Radioméer (ASTER) instrumat on theAM-1 saellite.

e Interactive Ingest.
- Manual data transfer by authorized science data providers using an HTML form.
- Data provider must furnish a DAN.

- Interactive Ingest is not deature of Drop 4; it will beincluded in Drop 5.
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Ingest Automated Messages

As illustrated in Figureb, thee are four types of aitomdically generated dectronic messayes
usedin the automated data ingest process (i.e., ingesting data from OP8Y. are associated
with significant events that occur during an ingest transactionsequentlytheir occurrence
and content may be useful in troubleshooting problg@isnay occurwith aningesttransaction.
The types of messages and their fields are as follows:

e Data Availability Notice (DAN) - Notice sent to Ingest by external datavider
specifying data which are available for ingest.

- Contains the following field groups: message header (2 fieddshangelata
unit label (7 fields), DAN label (7 fields), and parameter value statements (as

required).

e Data Availability Acknowledgment (DAA) - Message sent from Ingest
acknowledging the receipt and status of the DAN (including any DAN errors).

- Containsthe following fields: message type, message length, DAN sequence
number, disposition, and transfer start time.

e DataDelivery Notice (DDN) - Notice sent from Ingest to the data provider indicating
status of the transfer (including problems) and archiving of the data.

- Contains the following fields: message typemessagelength, DAN
sequence #, disposition, spares, time stamp, and throughput.

e Data Delivery Acknowledgment (DDA) - Message seningestacknowledginghe
DDN and terminating the connection.

- Contains the following fields: message typemessagelength, DAN
sequence #, disposition, and time stamp.

Ingest Pollin g Messag es

As in automated ingest, messages are passed in poigegtwith delivery record. The exact
number and nomenclature of messages depends on the particular data provider’s agreement with
ECS asspecfiedin each Intrface @ntrol Docunent (ICD). Unlike the contol messagesn
automaed network ingest, which ae transmitted using Trasmission Control Protot/Internet
Protocol (TCP/IP) during a data exchange session, some of the polling messages are sent by

e-mal.

Note that no messages are passed in polling ingest without delivery record.

21 625-CD-008-002



D
a.ta \\ Data Avail ability Ackn owledgme nt ECS
Provider

DAN |

Data Avail ability Notice //

Y DAA

’ DDN

\\ Data Delivery Notice

Data Delivery Ackn owledgm ent

DDA N
7

Figure 5. Ingest Automated Messag es

Figure 6showsthe messagesassocated with the ingestof Landsat 1mageAssessrant System
(IAS) dada. Thetypes of messayes shown in thdigure and simila messayes usel with othe data
providers are described as follows:

ProductDelivery Record (PDR) - Notice sent to Ingest by external data provider
specifying data which are available for ingest.

- Alternatives include the EDOS Production Data Set (PDS) DeliReord
(PDR) andExpeditedDataSet (EDS) Delivery Record (EDR, which perform
the same general function.

ProductDelivery Record Discrepancy (PDRD) - Notice sent from Ingest to the data
provider via e-mail indicating that thédR cannot be successfully validated.

- There is no PDRD in EDOS polling.

Product Acceptance Notification ) - Message sent via e-mail to thataprovider
from Ingestannouncing the completion of data transfer and archiving and identifying
any problems with any of the files specified in the PDR.

- Alternatvesinclude the EDOS PDS Acceptince Notficaion (PAN) and EDS
Acceptnce Notficaion (EAN), whch performthe sane generafuncion.
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Figure 6. Ingest Polling M essages

EDOS provide asignd file to indicate tha EDOS ha compleed transfe of a daa file sothe
daa can beingested. The signd file is identified by an “. XFR” extension to thedaa file name
The content of thesignd file consists soly of the full name of thedaa file.

Data Transfer and Staging

Science data transfer from external data providers uses one of three methods:
» Kerberized file transfer protocol (kftp) “get” by ECS.
e Kerberized ftp (kftp) “put” by external source.
» Hard nedia transfer.

Data are staged to one of two areas depending on the data level, daantypiber specific
characteristics of the data set being ingested.

e IngestSubsystenworking storagearea: Level O (LO) data from ongoing missions are
staged to this highly reliable working storage area.

- Metadaa are extracted and ther qudity is checked.

- Level 0 dda are transfared to an archive daa repository in theData Sever
Subsystem for long-term storage.
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Working storageareain the Data Server SubsystemNon-LO data (e.g., ancillary
data,L1 - L4 datafrom external data providers) are staged directly to this storage
area.

- Metadaa are extracted and ther qudity is checked on Dda Sever progessor
hardware.

- Non-LO daa are tansferred @ a Dab Server Subsysem archive dat
repository for long-term storage.

Ingest Gr aphical User Interface (GUI) Tools

The ECS Ingesttool, illustratedin Figure7, has five major functional areas accessible through
tab sdection:

Ingest Intro — has menu for saving and printing screens, and to exit the tool.
History Log — aview-only saeen to review/report mmplded ingest activities.
Monitor/Control — to view and update ongoing ingest activities.

Operator Tools — to view and set ingest thresholds.

Media Ingest — to ingest data from hard media.
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Figure 7. ECS Ingest GUI Intro Screen
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Launching the Ingest GUI

Launching the Ingest GUI
The folowing softvare applcaions are assaaied wih Ingest

e Auto Front End (EcInAuto).

Polling (EcInPolling).

e Request Manager (EclnRegMgr).

e Granule Server (EcinGran).

e ECS Ingest GUI (EcInGUI).

e Interacive HTML Web Srver Interface (EcIninér).
e SybaeSQ Saver.

Therearenormally multiple instances osome of the preceding servers (especially the polling
andgranule servers) in operation at one tinhe.addition, Ingest depends on a number of related
serversgspeally ScienceData Server and Sorage Managesmt servers,d partcipat in ingest
and the insertion of data into the data repositories.

It is expected that eventually the ECS DAAC desktop will be configuredlder accesdo the
IngestGUI ushg the icon shown m Figure8. In theinterim, accesdo the IngestGUI must be
gained through the use of UNIX commands.

"

Figure 8. ECS Ingest GUI Icon
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In any case,Jaunching the IngestGUI starts with the assumtion that the appicabk servers are
running and the Ingest/Distribution Technician has logged in to the ECS system.

Launching the Ingest GUI

NOTE:

1e

Qe

Commands in Steps 1 through 8 are typed at a UNIX system prompt.

At the UNIX command line prompt typehost hostname then presshie Return/Enter
key on the keyboard.

e hostnamerefers to the host on which GUIs are to laanchedduring the current
operating sessionMultiple hostnames (separated by spaces)besspecifiedon the
sameline.

e The use okhost +is discouraged because of aguital securty problem
Typeseterv DISPLAY clientname0.0 then presshte Return/Enter key.

e Use ether the X termind/workstaion IP address or the machine-name for the
clientname

e When using secure shell, the DISPLAY variable is set just dr&fereloggingin to

remotehosts. If it wereto be reset after logging in to a remote host, the security

features would be compromised.
Open another UNIX (terminal) window.

Start the log-in to the Operations Workstatlmntyping /tools/bin/sshhostname(e.g.,
eOacs03g0acs0210acs01 or n0acs0Bin the new window then press tReturn/Enter
key.

e If you receive the message, Hdsy not found from the list of known hosts. Are
you sure you want to cortinue comecting (yesho)? typeyes(“y” aonewill not
work).

e If you have previously set up a secure shell passphrase and exeshutechote a
prompt to Enter passpirase for RA key '<user@localhost' appears; continue
with Step 5.

e If you have not previously set up a secure shell passphrase; go to Step 6.

If a prompt toEnter passghrase for RA key '<user@localhost' appears, type your
Passphraséhen presshie Return/Enter key.

e GotoStep7.

At the <user@renotehost’s password: prompt type yourPasswordthen press the
Return/Enter key.
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7 Type cd /usr/lecsMODE/CUSTOM/utilitie s then pres®eturn/Enter.

Changedirectory to the directory containing the ingest GUI startup script (e.g.,
EcInGUISart).

The MODE will most likely be oneof thefollowing opeating modes:
[ OPS (for normal operation).
[ T31 (for SSI&T).
[ T32 (new version checkout).

Note that the separatesubdirectories under /usr/ecs apply to different operating
modes.

8 TypeEcInGUIStart MODE then presfeturn/Enter.

NOTE:e

TheECS IngestGUI Ingest Intro screen (Figure 7) is displayed.

If necessarythe IngestDistribution Techncian can gai access a Storage
Management and the Science Data Server through the respectiveHziulsver,

it shouldbe noted that the Storage Management GUI will not be fully functional
until Drop 5.

The Storage Management and Science Data Server GUldaamehed in
generally the same manner as the Ingest GIhe start-up scripts for theUls
(EcDsSmgtGuiStart and EcDs83vGuiStart) are bcaed on diferent Data
Seaver Subsysten hosts in the appropride utilities directory (i.e.,
/usr/essmodéCUSTOM/utilities).
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Monitoring Ingest Statuse

In orderto seehow the Ingest GUI tools are used in ingest status monitoring it helps to look at
ingest from the perspective of a DAAC Ingest/Distribution Techniciaraddition, it is usefulo
define some operating conditions that might be encountered on thénjdhis caseit canbe
assumed that the system is operating under the following conditions:

e Ingest processes have been started.
e The system is operating normally.
e Data are ready for ingest.
e Several DAN or DR files have been received and logged by the system; this results
in the specific ingest processes being assigned request IDs.
Monitoring/Controlling Ingest Requests

Figures9 and 10 illustrée the two man views of the Ingest Monitor/Control Saeen. The
Monitor/Control Screen can be used to check the status of ingest r@moesssing. The
informationdisplayedin the centersectionof the GUI depends on a selection made in the radio
box in the ®arch By: area of lhe screen:

e RequestID
- Displays a single request if its specific request ID is entered.
e Data Provider

- Displays all requests from a specific data provider, whose identificatan
either be selected from a pull-down list or be entered using the keyboard.

e All Requests

- Displays all recent requests for which &6as received a DANMr PDR, and
which therefore have been assigned a request ID.

To the right of the radio box are two text entry fields permitting entry @qaestiD if the
Request ID buttonis sdected, or pamitting entry or séection of adaa provideg name if the
Data Provider button is selected.The center of the window contains a display area for the
request information, which appears in either of the following two formefgendingon the
user’s selection of a radio button:

e Text View displays processig satus for each requesh terms of numerical values
(percengges) for each phase dfe Ingestprocess,ncluding detils on a nunber of
parangters for eachikted request

- Transfer (Xfer).
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Figure 9. Ingest Monit or/Control Screen Text Viewe
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Figure 10. Ingest Monit or/Control Screen Graphical Viewe
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- Preprocessing (Preproc).
- Archiving (Arch).

e Graphical View displays processig satus for each request terms of a bar charfor
the phases of thelngest pro@ss. It permits aquick ovaview of current stdaus and
what has been happening with active requests.

Below the display area there are radio buttons for controlling requests (suspending, resuming,
canceling or changing the priority)At the bottom of thescreenare two buttonslabeledOK
(which implements a selected control action) @helar All (which clears be enties).

To monitor ingest requests use the procedure that folloWke procedure starts with the
assumptionthat al applicable severs and theECS Ingest GUI are currently running and the
Ingest Intro screen (Figure 7) is being displayed.

Monitoring/Controlling Ingest Requests

1 Click on the Ingest GUMonitor/ Control tab.
e TheMonitor/Control screen (Figure 9) is displayed.

2 To view the status dll currentand receningestrequest first click on heAll Requests
button then click on either th@raphical View buttonor the Text Viewbutton.

e All ongoing and recently completed ingest requests are displayed.

e Graphical View displays the following information, including a bar graph that
indicates the percentage of the ingest process that has been completed:

- Request ID.

- Processing Sart Date/Time.

- Percert Complete (bar graph representing ingest completion in percent).
- External Data Provider.

e Text View displays numerical values representing the percentage of the ingest
process that has been completed in addition to rati@rinformationconcerninghe
ingest request.

- Request ID.

- Status [of the request]
- Data Provider.

- Ingest Type.

- Priority [of the request]
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8

NOTE:

9

- Start Date.

- Start Time.

- End Date.

- End Time.

- Ttl # Gran [total number of granules in the ingest request]
- Data Vol (MB) [volume of data in Megabytes]

- Xfer Percent Complete [percentof data transfer (into Ingest) that has been
complded].

- Preproc Percert Complete [percentof preprocessig thathas been copieted].

- Arch Percert Complete [percent of dda inseation into the daa repository
(archive) that has been completed]

To view the satus of currentand receningestrequess for a paricular data provider
(e.g.,EDOYS) first click andhold on the option button to the right of thiata Provider

field, movethe mousecursor to the desired selection (highlighting it), release the mouse
button then click on either ti@raphical View buttonor the Text Viewbutton.

e An alternative method of designating the data provider is to first tyipethie Data
Provider field then click on ether the Graphical View buttonor the Text View
button.

e Ongoing requests from the selected data provider are displayed.

To view the statusof a particular ingest request first type the request ID in the
Request ID field then click on ether the Graphical View buttonor the Text View
button

e An alternative method of designating the request ID is to copy and paste (if possible)
the request ID into theRequest ID field before clicking on either th&raphical
View buttonor the Text Viewbutton.

Observe ingest requests displayed inRleguest Information list.

If it becomesecessaryo either suspend an ingest request or resume processing of a
suspended request, perform thcedurefor Suspending/Resuming Ingest Requests
(subsequent section of this lesson).

If it becones necessarytcancelan ngestrequestperformthe procedurdor Canceling
Ingest Requestgsubsequent section of this lesson).

Repeat &ps 2 through 7 as necessary to monitor ingest requests.
Changing thepriority of ingest requests gpears to bea post-lainch capability.

If it becomes ne&essay to exit from the ECS Ingest GUI select
File » Exit from the pull-down menu.
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Suspending/Resuming Ingest Requests

Under certain circumstances it may be advisable to suspend the processing of aeqougsst

and resumeit at a later time. For example, if there is avery large request thd is te&king up
resources and causing other requests to back up waiting, the processing of that requdst should
suspadeal until atime when thee is less denand on Inget.

NOTE: In some variants of Drop 4 it is not possible to suspend/resume or change the
priority of ingest requests.

Use the procedure that follows to suspend and subsequently resumgesirequest. The
procdure stats with theassumption thiadl applicable severs and the ECS Ingest GUI are
currently running and the ingest request to be canceled is being displayed on the
Monitor/Control tab.

Suspading/Resuming Ingest Requests

1 To suspend requests, perform Steépshrough 4; taresume suspended requests, go to
Step 5.
2 Click on the row corresponding to the requesheésuspendean the Monitor/ Control

tab to highlight the request, then click on Swespand button.
3 Click on theOK button at the bottom of the GUI.
e Processing of the selected ingest request stops.

e Status of the request, as displayed inSk&us column of theRequest Information
list (if using Text View), changes from its original value to “Suspended.”

4 If there are no suspeda requeststo be resumal & this time return to theproaedure for
Monitoring/Controlling Ingest Requests

5 Click on the row corresponding to the request to be resumed dfothi¢or/ Control tab,
then click on theResume button.

6 Click on theOK button at the bottom of the GUI.
e The selected ingest request resumes processing.

e Status of the request, as displayed inSk&us column of theRequest Information
list (if using Text View), changedrom “Suspended” to whatever state is appropriate
for the continuation of request processing (depending on its stdtas it was
suspended).

7 Return to the procedure fdtonitoring/Controlling Ingest Requests
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Canceling Ingest Requests

Sometimes it may be necessary to cancel the processing of an ingest réqaegsbcedurdor
canceling ingest request pro@ssing stes with theassumption thiadl applicable severs and the

ECS IngestGUI arecurrentlyrunning and the ingest request to be canceled is being displayed
on theMonitor/Control tab.

Canceling Ingest Requests

1 To cancel a request first click on the corresponding rotherist of ingestrequestgo
highlight the desired request.

e The selected ingest request is highlighted.

Click on theCancel button near the bottom of tivonitor/ Control tab.
3 Click on theOK button at the bottom of the GUI.

e A confirmation dialog box is displayed.
4 Click on theOK button in the confirmation dialog box.

e The sekcied hgestrequesis cancedd.

5 Return to the procedure fdtonitoring/Controlling Ingest Requests

Viewing the Ingest History Log
When an ingest transaction has been completed, several things happen:

e A notice is automdically sent to thedaa provide indicating the staus of the ingested
data.

e The data provider sends an acknowledgment of that notice.

e Receipt of the acknowledgment is logged by ECS

e The request ID of that ingest request is removed from the list of active requests.
e The IngesHistory Log receves satistics on he conpleted transadion.

Thefollowing four serch aiteria can beusal individudly or in combindion to vien entries in
the Ingest History Log:

e TimePeaiod (Stat and Stop D&/Time).
e Data Provider ID(e.g., EDOS, NOAA, or a science team).
e Data Type (e.g., AST_L1B).
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e Final Requesttatus (e.g., Gceessful, Biled, or Terminated).
The Ingest History Log provides reports in the following formats:
e Detailed Report gives detailed information about each completed ingest request.

e Summary Report is a summary of ingest processing statistics, including the average
and maximum time taken to perform each step in the ingest process.

- Request-level Summary Report provides ingest request processing statistics.

- Granule-level SummaryReport provides ingest granule processing statistics
organized by data provider and Earth Science Data Type (ESDT):

To view the history log, use the procedure that follows. The procsthntswith the assumption
thatall applicableserversand the Ingest GUI are currently running and Itigeest Intro screen
(Figure 7) is being displayed.

Viewing the Ingest History Log

1 Click on the Ingest GUHistory Log tab.
e TheHistory Log screen (Figure 11) is displayed.
e If History Log entries are to be displayed on the basis of a particular....

- time period, perform Step. (If no time period is specifiedpg entriesfor the
most recent 24-hour period will be displayed.)

- data provider, perform Step 3.
- data type, perform Step 4.
- final request status, perform Step 5.

e Any of the preceding criteria (time period, dat@vider, datatype, or final request
status) may be used individually or in combination to view entrieheningest
History Log.

2 To view Ingest History Log entriger a particulartime period, dick in the gppropride
Start Date/Time and/orStop DatéTime month/day/year andhour/min/sec fields and
type the appropriate numerical valueM(M)/D(D)/YYYY hh:mm:ssformat.

e TheTab key may be pressed to move from field to field.

e Usethe24-hourformatto designate the hour (e.g., typéto designaté& p.m.)in the
hour fields.

e If using theTab key to advance from one field to the next, it is possible to bypass the
entry ofsecords by pressing th&ab key.
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Figure 11. Ingest History Log Screen

3 To view log entriedor a particulardata provider (e.g.,EDOS) click and hold on the
option button to the right of thBata Provider field, move the mouse cursor to the
desired selection (highlighting it), then release the mouse button.

e An alternative method of designating the data provider is to type it irD#ta
Provider field.

e An alternative method of designating the data type is to type it iDdte Type field.
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To view log entries of a particulatata type (e.g.,AST_L1B) click and hold on the
option button to the right of thBata Type field, move the mouse cursor to the desired
selection (highlighting it), then release the mouse button.

To view log entries with a particular final request status (&.grminated) click and
hold on the option button to the right of tkéal Request Status field, move the mouse
cursor to the desired selection (highlighting it), then release the mouse button.

e An alternativemethodof designating the final request status is to type it inFihal
Request Status field.

Click on ether the Detailed Report button or theSummary Report button.

e TheDetailed Report provides he folowing types of hformation on eachconmpleted
ingest request.

- Request ID.

- Data Provider.

- Status.

- Ingest Type.

- Start Date.

- Start Time.

- End Date.

- End Time.

- Ttl # Gran [total number of granules in the ingest request]

- #Success @Gan [total number of granules in the ingest requesit were
successfully ingested]

- Data Vol (MB) [volume of data in Megabytes]

- File Count.

- Time to Xfer (mins) [transfe time in minutes).

- Time to Pregoc (mins) [preprocessing timein minutes].
- Time to Archive (mins).

- Priority.

- Restart Flag.

e The Summary Report displays a summary thatincludes he averageand maximum
time needed to perform each step in the ingest proggdsferto the next stepfor
additional information.)
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7 If the Summary Report buton was sealcied n the precedig step, click on either the
Request levebutton or theGranule level button.

e TheRequest levelSummary Report provides Ingest request processing statistics.
- Data Provider.
- Ttl Regs [total number of requests]
- Total Errs[total number of errors per request]
- Gran Avg [average number of granules per request]
- Gran Max [maximum number of granules in a request]
- File Avg [average number of files per request]
- File Max [maximum number of files in a request]
- Size (MB) Avg [average request size in Megabytes]
- Size (MB) Max [maximum request size in Megabytes]
- Transfer Time (mins) Average[average request transfe time in minutes].
- Transfer Time (mins) Max [maximum reguest transfe time in minutes].
- Preproc Time (mins) Avg [average request prgprogessing timein minutes).
- Preproc Time (mins) Max [maximum request prgorogessing timein minutes|.
- Archive Time (mins) Avg [average request achiving timein minutes).
- Archive Time (mins) Max [maximum reguest achiving timein minutes).

e The Granule level Summay Report indudes the following types of information
organized by data provider and Earth Science Data Type (ESDT):

- Data Provider.

- Data Type.

- Total Granules.

- Total Errors.

- File Avg.

- File Max.

- Size (MB) Avg.

- Size (MB) Max.

- Transfer Time (mins) Average.

- Transfer Time (mins) Max.
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- Preproc Time (mins) Avg.

- Preproc Time (mins) Max.

- Archive Time (mins) Avg.

- Archive Time (mins) Max.
8 Click on the Display button.

e Each ingest request that was completed, loggedmeadisthe specifiedcriteria (time
period, data provider, data type, and/or final status) is displayed.

9 Observeingestrequest information displayed in tiéistory Log/Processing Statistics
field.

10 If a printed report is desired, sel&sint from theFile pull-down menufkile - Print).

11 To clear the display after viewing the history log data on the screen, click on either the
Go Bad button (if available) or th€lear All button.

e Entries in theSearch Criteria fields and théHistory Log/Processing Statisticdield
are erased.

Verifying the Archiving of Ingested Data

It is possible to determine whether Ingest has been successful by checking the appropriate
directory on the File and Storage Management System (FSMS) host (e.g., g0drg01).

e The directories are identified by the type of data (e.g., aster, E&ramdis)in them
and correspond directly to tape volumes in the system.

e The procedureis not likely to interfere with archive activities because it is just a
mater of checking therdevant FSMS diretory to deéermine whether the gpplicable
files/granules have been transferred to tape volumes in the system.

e The procedure does not involve the use of any archive software.

- Before starting it is essential to know what data to look féor example,End
Date(s)/Time(s)and Data Volume(s) for ingest requests shown on the ECS Ingest
GUI can beusal for compaison with daes/times and file sizes listed for thefilesin
the relevant directory on the FSMS host.

To verify the archiving of ingested data use the procedure that follblesprocedure starts with
the assumption that the Ingest/Distribution Technician has logged in to the ECS system.
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Verifying the Archiving of IngestedData

NOTE:

1

Commands in Steps 1 through 7 are typed at a UNIX system prompt.

At the UNIX command line prompt typéhost hostname then presshie Return/Enter
key on the keyboard.

e hostnamerefers to the host on which GUIs are to laanchedduring the current
operating sessionMultiple hostnames can be specified on the same line.

e The use okhost +is discouraged because of aguital securty problem
Open another UNIX (terminal) window.

Start the log-in to the FSMS Server host by typitapls/bin/ssh hostname (e.g.,
e0drg0l1, g0drg01, 10drg0l or n0Odrg0l) in the new window then press the
Return/Enter key.

e If you receive the message, Hdsy not found from the list of known hosts. Are
you sure you want to cortinue comecting (yesho)? typeyes(“y” adonewill not
work).

e If you have previously set up a secure shell passphrase and exeshuteichote a
prompt to Enter passpirase for RA key '<user@localhost' appears; continue
with Step 4.

e If you have not previously set up a secure shell passphrase; go to Step 5.

If a prompt toEnter passghrase for RA key '<user@localhost' appears, type your
Passphraséhen presshie Return/Enter key.

e Goto Step 6.

At the <user@renotehost’s password: prompt type yourPasswordthen press the
Return/Enter key.

Typecd /dss_stk1l/MODEdatatypethen presstite Return/Enter key.

e Change directory to the directory containing tharchive data (e.qg.,
/dss_stk1/OPS/modis/).

- The specific path varies from site to siedwith the operatingmodeandtype
of data being ingested.

e TheMODE will most likely be oneof thefollowing opeating modes:
[ OPS (for normal operation).
[ T3 (for SSI&T).

[ T32 (new version checkout).
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7 Type Is —la then press thReturn/Enter key to list the contents of the directory.
e Alist of subdirectories and files in the current directory is displayed.
e The list should include the ingested data.

e If necessay, continue changing diretory until therelevant granules/files hare been
locaed.

8 Compae theEnd Dde(s)/Timgs) and Dda Volumg(s) for thegpplicable ingest request(s)
shown on thdngest GUI with thedaes/times and file sizes listed for the files in the
directory.

Cleaning Polling Directories

The polling directoriesshould be cleaned up automatically after successful archiving, otherwise
they woull quickly run outof disk space.However, autmatic clean-up $ not schedutd b be
implemented before Drop 5BJntil that time polling directory clean-up must be done manually.

Cleaningthe polling directories starts with the assumption that the applicable servers are running
and the Ingest/Distribution Technician has logged in to the ECS system.

Cleaning the Polling Directories

NOTE: Commands in Steps 1 through 7 are typed at a UNIX system prompt.

1 At the UNIX command line prompt typehost hostname then presshie Return/Enter
key on the keyboard.

e hostnamerefers to the host on which GUIs are to laanchedduring the current
operating sessiomMultiple hostnames can be specified on the same line.

e The use okhost +is discouraged because of aguital securly problem
Open another UNIX (terminal) window.

3 Start the log-in to the Operations Workstatlmntyping /tools/bin/sshhostname(e.qg.,
eOacs03g0acs0210acs01 or n0acsOBin the new window then press tReturn/Enter
key.

e If you receive the message, Hdsy not found from the list of known hosts. Are
you sure you want to cortinue comecting (yesho)? typeyes(“y” aonewill not
work).

e If you have previously set up a secure shell passphrase and exestutexhote a
prompt to Enter passpirase for RA key '<user@localhost' appears; continue
with Step 4.

e If you have not previously set up a secure shell passphrase; go to Step 5.
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If a prompt toEnter passphrase for RA key '<user@localhost’ appears, type your
Passphraséhen presshie Return/Enter key.

e Goto Step 6.

At the <user@renotehost’s password: prompt type yourPasswordthen press the
Return/Enter key.

Typecd /usr/ecsMODE/CUSTOM/utilitie s then pres&eturn/Enter.

e Change directory to the directory containitige ingest polling directory clean-up
script (e.g., EcInPollClean).

TypeEcInPollClean /path days then pres®eturn/Enter.

e Path refers to the directory path to the EDOS polling directory (e.g.,
/usr/essmodéCUSTOM/id/INS_hosftdaa/pollEDOS).

e daysrefers to a number of daysny files in the EDOS polling directory (and
subdirectories) older than the specified number of days will be deleted.

e If there arenofiles in the directory older than the specified number of days, the script
quits after displaying the following message:

-  ####H There is 1o file in this directory older than x days.
#H####HHEXIt deletion.

e If therearefiles in the directoryolder than the specified number of days, the script
quits after displaying the following message:

- #######A# Tie following are files olcer than x days indirectory:. #####H#H#H#
#H##H#H#H#H#H##H#POIIEDOS
T
#HHHHHHH Please check before deleting them.
Shall we continue deletion? Type y or n only :

Type eithety orn (as appropriate) then pre3sturn/Enter.
e Either lower-case or upper-case letters may be typed.
e If y was typed, the following message is displayed:

- Hi##H#HHE The answer is Yes.
H#HH##H# Continue deletion.

e If n was typed, the following message is displayed:

—  Hi##HH# The answer is No.
#H#H#H#H# Do not continue deletion.
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Performing Hard Media Ingeste

Ingest from Tape Cartridges

ECScurrentlysupportshardmediaingest from either of the following types of media, although
both types may not be supported at all sites:

e 8mm tgecartridges.

- Each 8mm stacker contains two tape drives and can store up to 10 tape
carridges.

- Each tgpe cartridge (8mm, or D3) is idetified by meansof a bar codelabd tha
shows the media number.

e D3 tape cartridges.
In the future ECS will support ingest from other media, such as optical disks.

Ingest of data (e.g., data from the sciemmenmunity) from physical media into ECS is
performed by the DAAC Ingest/Distribution Technician using khedia Ingest tool on the
Ingest GUI.

e A Product Delivery Record (PDR) file is requiréat hard mediaingest;it may be
handled in one of two ways.

- Embedded in (recorded on) the hard medium.
- Made available electronically (e.g., in a specified network directory).

(0 Dataprovidertransfersthe PDR file (using ftp) to the network directory
location before delivery of the hard medium.

e The Ingest/Distribution Technician ust® Media Ingest screen ofhe ECS Ingest
GUI (seeFigurel2), mountsthe media on a specific device, and enters necessary
paameters.

e The Ingest/Distribution Technician monitors and responds to emessages
displayedon the Ingest GUI and reviews data errors with appropriate parties (e.g., the
DAAC Archive Manager, 8ence Data fecialist, and/or the data provider).

Performing Media Ingest from 8mm Tape

To perform hard media ingest from 8mm tape use the proctthtfellows. (Usetheprocedure
tha follows this onefor D3 tge ingest.) The procedure stats with the assumptiontha all
applcabk servers andhe ECS IngestGUI are currently running and thegest Intro screen
(Figure 7) is being displayed.
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Performing Media Ingest from 8mm Tape

1 Compare he recered nmedium to a media ingestreadness checkdt to verify that
everything needed for the media ingest is in order.

e The nmedia ingestreadness checkit includes he folowing types of checks:

- PDR file is avalable, ether phced on he netvork by the dah provider or
embedded in the media.

- Dataprovide has identified thePDR file name
- There s a ungue Meda Volume ID for each #pe recered.
- An appropriate device (tape drive) is available to support the data transfer.
2 Click on the Ingest GUMedia Ingesttab.
e TheMedia Ingestscreen (Figure 12) is displayed.

3 To enter the type of mediur(i.e.,8mm Tape) click and hold on the optionuttonto the
right of the Media Type field, move the mouse cursor to the desired selection
(highlighting it), then release the mouse button.

e The selectedtype of medium is displayed in tHdedia Type field (as shown in
Figure 13).

4 Type te sacker ID n the Stacker 1D field.
Place he Bpe cantidge n a sacker sbt.
Type the stacker slot ID in tti&tacker Slot ID field.

CAUTION

The stacker slot identification tha is entered must
correspond exactly to the stacker slot into which the tape is
loaded, or the system may ingest the wrong data.

7 To enter the data provider (e.§DPF) click and hold on the option button to the right of
theData Provider field, move the mouse cursor to the desired selection (highlighting it),
then rekasetie nouse bubn.

e The selected data provider is displayed inDia¢a Provider field.
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Figure 12. Media Ingest Screen
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Figure 13. Media Ingest Screen (8mm Tape)
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8 Verify thatthere s aMedia Volume ID sticker on the tape cartridge containing the data
to be ingested.

9 Type the media volume ID in tiMedia Volume Id (Barcode) field.

10 Click on the appropriate radio button in tbata Delvery Record File L ocation box.
» Click on theOn Network button if the PDR file is located on the network.
e Click on theEmbedded in Media button if the PDR file is recorded on the tape.

11 Type the data delivery record file namée.g., sdpf31a.PDR in the Data Delivery
Record File Namefield.

12 Click on theOK button at the bottom of the GUI.
e Datatransfa is initiated.

NOTE: During datatransferfrom tape, the Ingest GUI prevents any other function from
being sdected until thetransfe has been complded.

Performing Media Ingest from D3 Tape

In addition to hard media ingest from 8mm tape cartridges, it is possible for the DAAC
Ingest/DistributionTechnidan to have daa ingested from aD3 tgpe utilizing thelngest GUI and
the Storage Tek Controller/Transport Redwood SD-3 for D3 tape cartridge processing.

To perform hard mediaingestfrom a D3 tape use the procedure that followBhe procedure
stats with theassumption thiadl applicable severs and the ECS Ingest GUI are curreny
running and théngest Intro screen (Figure 7) is being displayed.

Performing Media Ingest from D3 Tape

1 Compare he recered nedium to a nedia ingest readness checkdt to verify that
everything needed for the media ingest is in order.

e The nedia ingestreadness checkdt includes he folowing types of checks:

- PDR file is avalable, ether phced on lie netvork by the dah provider or
embedded in the medium.

- Dataprovide has identified thePDR filenane
- There s a ungue Meda Volume ID for each #pe recered.
- An appropriate device (tape drive) is available to support the data transfer.

2 Verify that the display above the D3 tape unit indicatés “
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11

12

13

Verify thatthere s no tape cartridge inserted in the D3 tape unit.
e Removethetape cartridgein theD3 tge unit (if applicable).

Verify that theReady light is illuminated in the second row thfe panelnearthe window
of theD3 tgpe unit whee thetapeis inseted.

e |If the Readylight is not illuminded, push thdReady button.
Click on the Ingest GUMedia Ingesttab.
e TheMedia Ingestscreen (Figure 12) is displayed.

To enter the type of mediungi.e., D3 Tape) click and hold on the option button to the
right of the Media Type field, move the mouse cursor to the desired selection
(highlighting it), then release the mouse button.

e The selectedtype of medium is displayed in thdedia Type field (as shown in
Figure 14).

To enter the data provider (e.§CF) click andhold on the option button to the right of
the Data Provider field, move the mouse cursor to the desgelgction(highlightingit),
then rekasetie nouse bubn.

e The selected data provider is displayed inDia¢a Provider field.

Verify thatthere s aMedia Volume ID sticker on the tape cartridge containing the data
to be ingested.

Type the media volume ID in tiMedia Volume Id (Barcode) field.

Click on the appropriate radio button in tbata Delvery Record File L ocation box.
» Click on theOn Network button if the PDR file is located on the network.

e Click on theEmbedded in Media button if the PDR file is recorded on the tape.

Type the data delivery record file nanfe.g.,scf11a.PDR in theData Delivery Record
File Namefield.

Click (once only on theOK button at the bottom of the GUI.

e The GUI OK button is sesitive to bang dicked morethan one. It is important to
click it dead center once only or D3 ingest is likely to fail.

Insert the tape cartridge in the D3 tape drive.

e The tape cartridge must be inserted within one minuicking on the OK button
on the Ingest GUI.

e The message "Loading" should be displayed on the D3 tape drive unit panel.

e Thenthe messagéReady" should be displayed on the D3 tape drive unit panel and
the "ready" light should blink on and off for a while.
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e Avoid clicking the mouse on the Ingest GUI while B8 tapeunit is readingthe
tape.

e Oncethe extracion conmand hasbeen execetl, the sysem reads lhe D3 gpe from
the headerabel, then accessebe dah needed for Ingegirocessig.

NOTE: During datatransferfrom tape, the Ingest GUI prevents any other function from
being sdected until thetransfe has been complded.

14 When the ddaa transfe@ has ben complded, wat for the messaye "Ingest Request
Compleed.”

e The messages "Rewinding" then “Unloading” should be displayed on the D3 tape
drive unit panel as the D3 tape drive unit rewinds and unloads after the data transfer.

e Upon completion of the process the D3 tape automatically rewinds and itgelfts
from thetapedrive.

15 Remove the tape cartridge from the D3 tape drive.
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Performing Interactive Ingest

General Description of | nteractive Ingest Functi ons

Interactive Ingest is not afeature of Drop4. It may not be fully functiond until Drop5.
Consguently, this setion of thelesson is limitel to ageneral desaiption of Interactive Ingest
and the procedure for launching Interactive Ingest.

A data provider will be able to have data ingested over a network without direct
Ingest/Distribution Technician actiorAn HTML web server(Netscape)nterfacewill provide
authorized sgence uses with thecapability to have daa ingestad interactively. The HTML
interface will be available to DAAC Ingest/Distribution Technicians as wekxsrnaldata
providers.

The HTML interface will allow the data provider to perform the following functions:
e Create a Data Availability Notice (DAN).
e Submit a ingest request.

e Monitor the status of the on-going request(s).

Creating a DAN

Before a data provider can have data ingested intB@&systemvia Interactivelngest,a DAN
mustbe sent to the Ingest Subsystem indicating that there are data files ready for trénsfer.
DAN specifies the parameters needed to identify what &iteseadyfor pickup, their location,
andhow long they will be available in that locationThe data provider will be able to use the
HTML interface Create DAN Form screen to generate a DAN.

Submitting an Ingest Request

Thedataproviderwill select the DAN identifying the files to be ingested from a list displayed on
the Submit Ingest Request screen. ECS will log receipt of the DAN and assign a request
identification (ID) numbe. A summay of the DAN contents will be placed in the event log.
The IngestSubsystenwill generatea corresponding ingest request and store the request on a
prioritized list. A Data Availability Acknowledgment (DAA) will be sent from Ingest to tteda
provider indicating readiness to ingest the data identified in the DAN.

Monitoring On-Going Request Status

The Ingest Request On-Going Status saeen will display al the active requests for thedaa
provider. The Ingest Request On-Going Status screen will display each dataquest,its
Request IDnumber and the acceptance or rejection of the data requesil. be possibleto use
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theOn-Going Status Monitor screen to display additiondétailson specificrequestsincluding
the granule level status.

Launching Interactive Ingest

Network access to the Ingest Subsystem kallprovided through Netscape Navigator The
procedure that follows describes how to launch Interactive InJdw.procedure starts with the
following assumptions:

e The person launching Interactive Ingest has successfully logged in to a workstation or
X-Terminal with Internetaccess.

e The DAAC Ingest servers are running.

Launching Interactive Ingest

1 Launch Netscape Navigator by double-clicking onNle¢scape Navigatoricon if such
an icon is accesdile on he deskbp.

e Alternatively, in a UNIX window typeetscape & then pressie Return/Enter key.
e TheNetscape Navigatobrowser (Figure 15) is displayed.

2 Type the URLof the Ingest Home Pagée.g., http://cheyenne/) in th@cation: (Go
To:) field, then presshie Return/Enter key.

e TheData Provider Login page (Figure 16) is displayed.
Type the name of the data provider in BE@S Data Providerfield.
Type the data provider's password in €S Data Provider Passwordield.
Click on theSubmit button.
e A pop-up window is displayed to provide data security notification.
6 Click on theContinue Submission button.
e Thelnteractive Ingest Man Form page (Figure 17) is displayed.

e Interactive Ingest has been successfully launched.
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I Metscape: Data Provider Login
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Scanning Documents

Scanni ng Documents

The procedure for scanning documents describes the steps involved in operating the HP ScanJet
scanner and craaty a graphis (TIF- format) file. Theprocedurestarts with theassunption that

the Ingest/Distribution Technician has logged in to Wind8&son the applicablgpersonal
computer (PC).

Sanning Documents

1 To accesshie TexBidge scanmg softvare usehie nouse ¢ seect
Start - Programs - TexBridge Pro 96 . TexBridge Pro 96from the Windows 95
menu bar.

e TexBridge Pro 96allows scanning documents consisting of both text and tables.

2 When he TexBridge Pro 96 screen appears, ensutatithe folowing five (5) optons
are listed as follows:

Page Qulity / Page Orentation / Original Document Layout / Document Reconposition / Brightness

Auto Auto Auto Recompose All  Auto

Click on Save Image Defer OCRthe &' icon to far right of the screen).
Load docunents into the HPScanJefeeder.

Click onGo to start the scanning process.

o o1~ W

When the document has been scanned, save the document with a valid file name.

Gaining Access to Scanned Documents

After a document has been scanned, it should be checked to ensure that it has been properly
scanned and savedThe procedure for gaing accessot scanned docuemts starts with the
assumption that the Ingest/Distribution Technician has logged in to Wirlovwen the
applicable personal computer (PC).
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Gaining Access b Sanned Documents

1 To gan accessa scanned fes use the nouse 6 seect
Start - Programs —» Windows Explorer from the Windows 95 menu bar.

e Windows Explorer is a directory and file management program.

Click on the+ sign next to th&@rogram Files folder.

Click on theTiffs folder.

Open the scanned document by double-clicking on the document’s file name.
Review the document to verify that it has been properly scanned.

When he revew has been caopteted, sekctFile - Exit.

o o1 A W DN
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Modifying Ingest Tunable Parameters and Performing

File Transfers

Operator Tools Tab

TherearethreeGUI screens onhie ECS IngestGUI Operator Tools tab. Two of the tabs are
used for viewing and/or setting ingest parameters or thresholds:

e Data provider data and thresholds.

File Transfer Protocol(ftp) user name.

File Transfer Protocol(ftp) password.

Electronic mal (e-mail) address.

HTML password (for interactive ingest).

Cell Directory Service (CDS) entry name.

Sever destingion Univasd Unique Identifier (UUID).

Maximum data volume that may be ingested concurrently.

Maximum number of ingest requests that may be processed concurrently.
Priority for ingest processing.

“Notify” parameters (essential data for providing data provider notification).
0 Type.

0 ftp node.

(0 ftp directory.

(0 ftp username.

0 ftp password.

e System thresholds.

Maximum data volume to be ingested concurrently.

Maximum number of ingest requests that may be processed concurrently.
Communication retry count.

Communi@tion retry interval.

Monitor time
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- Screen update time.

The tird GUI screen onhie Operator Tools tab dlows the Ingest/Distribution Tehnidan to
transfa requeste files to optionaremotesites.

External Data Provider Data and Thresholds

Figure 18 shows the screenfor modifying data provider thresholds. The screenshown in
Figurel18 is usedfor modifying external data provider/interactive user informatidéinhas the
following uses:

e Accommodate changes in data provider information (e.g., e-mail address) changes.
e Assist the Ingest/Distribution Technician in managing the ingest processing stream.

For example, the external data provider voluimesholdand requestthresholddefine the size

and number of concurrent requests that are allowed from a data provider thefggestem
notifies the Ingest/DistributionTechnicianof the fact that the data provider in question is taking

up a significant portion of the ingest processing capacijithough these thresholdswill
normallybe left high so that requests are processed without restriction, there may be a time when
it is desirable to lower those thresholds (e@accommodat@notherdataprovider'srequests).

The Ingest/Distribution Technidan might & the sane time reduce the priority with which the

data provider’s requests are to be procesdedr example,the Ingest GUI could be usedto

modify the EDOSprecedenceanithe ngestprocessig steamas folows:

e Reduce the volume threshold from 20,000 megabytes to 15,000 megabytes.
e Reduce the request threshold from 100 to 75.
e Changethepriority from norméto low.

To modify ingest external data provider information and parametersthaggrocedurethat
follows. Theproedurestats with theassumption thiadl applicable severs and theECS Ingest
GUI are currently running and tiegest Intro screen (Figure 7) is being displayed.

Modifying External Data Provider/Interactive User Information

1 Click on the Ingest GUDperator T ools tab.
e TheOperator Tool screen (Figure 18) is displayed.
2 Click on theModify External Data Provider/User Informati on tab.

e TheModify External Data Provider/User Informati on screen (Figure 18) is
displayed.
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Figure 18. Ingest Data Provider Paramet er Modif ication Screen
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3 Click and hold on the option button to the rigiitthe Data Provider field, move the
mouse cursor to the desired selection (highlighting it), then release the mouse button.

e An alternative method of designating the data provider is to type it irD#ia
Provider field.

e If the information concerning the selected Data Provider is to be modified on the basis
of....

FTP Username, perform Step 4.

- FTP Password, perform Steps 5 and 6.

- Email Addr ess, perform Step 7.

- HTML Password, perform Steps 8 and 9.
- CDS Entry Name, perform Step 10.

- Server Destnation UUID, perform Step 11.
- Volume Threshold, perform Step 12.

- Request Threshold, perform Step 13.

- Priority Level, perform Step 14.

- Notify Parameters (type, ftp node ftp directory, ftp username, or ftp
password, perform Steps 15 through 22 as appropriate.

e Any or al of the precedig crieria may be nodified.

4 To modify the data provider’s ftp username first clickhe FTP Username feld, then
type the new ftp username.

NOTE: TheTab key may be used to move the cursor from one field to the next.

5 To modify the data provider’s ftp password first click in #iEP Password feld, then
type the new ftp password.

6 Verify that the new ftp password is corretignclick the OK button adacentto the FTP
Passwordfield.

7 To modify thedaa provide’s e-mal address first dick in theEmail Addr ess field, then
type the new e-mail address.

8 To modify the data provider's HTML password first click in tAFML Password field,
then type the new HTML password.

9 Verify thatthe new HTML passwordsicorrect thenclick the OK button adacentto the
HTML Password field.

10 To modify the data provider's CDS entry name first click in@2S Entry Name field,
then type the new CDS entry name.
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12

13

14

15

16

17

18

19

20

21

22

To modify the data provider's server destination first click in Seever Destnation
UUID field, then type the new server destination.

To modify the data provider's voluméhreshold first click in the New: field
corresponding t&olume Threshold, then type the numerical value (e.g., 15000)ter
new volume threshold.

e The current values for the volume threshold, request threshold, and priority are
printed on the corresponding lines for reference purposes.

To modify the data provider's requeshreshold first click in the New: field
corresponding tdRequest Threshold, then type the numerical value (e.g., 75) for the
new request threshold.

To modify the data provider’s priority level (e.rom Normal to Low) click and hold
on the option buttoto theright of the Priority Level field, move the mouse cursor to the
desired selection (highlighting it), then release the mouse button.

e An alternative method of changing the priority level is to typedénredpriority in
thePriority Level field.

To update the data provider’'s “notifyarameters’first click on the Update Notify
Parametersbutton.

e TheNotify Parameterswindow (Figure 19) is displayed.

e The Notify Parameters window providesthe Ingest/Distribution Technician with a
means of changing the parameters (e.g., username or password) that the Ingest
Subsystm needs in orde to dfectively notify adaa provide of ingest ativities.

To modify the data provider’s “notify type” firglick in the Notify T ype field, then type
the new notify type.

To modify the data provider’s “notifftp node”first click in the Notify FT P Node field,
then type the new notify ftp node.

To modify the data provider's “notify ftp directory” firstlick in the Notify FTP
Directory field, then type the new notify ftp directory.

To modify the data provider’'s “notify ftp username” first click in th&lotify FTP
Usernamefield, then type the new notify ftp username.

To modify the data provider’'s “notify ftp password” first click in tiNotify FTP
Passwordfield, then type the new notify ftp password.

Verify that the new notify ftp password is correct, then click@é buton adacentto
theNotify FTP Passwordfield.

Click on the OK button to sae the “Notify Paameters” and dismiss the Notify
Parameterswindow.
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Figure 19. Notify Parameters

Click on theOK button & the bottom of the Operator Tools: Modify External Data
Provider/User Informati on tab to save the changes to data provider information.

e The changes are invoked.
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System Parameters
Figure 20 shows the screen for modifying system paramdtdras the following uses:

e Changethethresholds &awhich thesysten notifies the Ingest/DistributionTechnidan
of the demands on system capacity being made by ingest processing.

e Set certain other system operating and display parameters.

Normally, thethresholdsareleft high so that processing proceeds without restriction and without
excessivenotification of its operation. If more frequent or sensitive indications are desired,
however(e.g.,duringtroubleshooting)it can be helpful to lower the thresholdsor example, it

may be desirable to reduce the system volume threshold from 25,749 megabytes to 15,000
megabytes, and reduce the system request threshold from 1000 to 500.

The following two system parameters affect communications between external data providers
and ECS:

e Communication retry count

- The numbe of sucessive times the systen tries to etablish ingest
communications with a data provider before registeringp@munications
failure and moving on to the next ingest request.

- If there is trouble with communication (or if troubleshooting bising
performed),it may be usefulto increase the communication retry count until
the trouble is resolved.

e Communication retry i nterval
- The time between successive attempts to establish communication.

- It may be desirable to reduce the time interval for the same reasons as
increasing the communication retry count.

An exampleof how the Ingest/Distribution Technician might adjust system parameters when a
communication problem is suspected involves increasing the communicegiiiprcount from

five (5) to nine (9), and reducing the communication retry interval from five (5) minutese®

(3) minutes.

Thefollowing two sysemparangters may be usedd setthe behawr of the systmaccordng
operabr preference:

e Monitor time

- The amount of time that information aboutcampletedingest transaction
remans available on theMonitor/Control sceen after its compldion.

- During atime when the systen is opeating normdly and ingest activity is
heavy, it may be better to set a relatively short inteseedxcessitems are
removed from the monitoring display fairly quickly.
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Figure 20. Ingest System Paramet er Modif ication Screen
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If information is neededabout items that have been

removed from the

Monitor/Control screen, it can be obtained using the History Log.

e ScreenUpdate Time

The amount of time between automatic data updatese Monitor/Control

screen.

Screerupdates require system processing, and this interval is normally left set

at no less than five (5) seconds.

During troubleshooting, it may be useful to obtenore frequentupdatesby

redudng thetime interval.

Use the procedurethat follows to modify Ingest Subsystem parameteftie procedure starts
with the assumption that all applicable servers andripestGUI are currentlyrunningandthe
Ingest Intro screen (Figure 7) is being displayed.

Modifying System Parameters

1 Click on the Ingest GUDperator T ools tab.

e TheOperator Tools screen (Figure 18) is displayed.
2 Click on theModify System Parametergab.

e TheModify System Parametersscreen (Figure 20) is displayed.

e |If the system parameters to be modified involve....

Volume Threshold, perform Step 3.

Request Threshold, perform Step 4.
Communication Retry Count, perform Step 5.
Communication Retry Interval, perform Step 6.
Monitor Time, perform Step 7.

ScreenUpdate Time, perform Step 8.

3 To modify the system volume threshold first click in thew: field corresponding to
Volume Threshold, then type the numerical value (e.g., 1506f)) the new volume

threshold.

e The current values for the system parameters (i.e., volume threshold, request
threshold, etc.) are printed on the corresponding lines for reference purposes.

NOTE: TheTab key may be used to move the cursor from one field to the next.
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4 To modify the systen request threshold first dick in the New: field corresponding to
Request Threshold, then type the numerical value (e.g., 500) for the new request
threshold.

5 To modify the system communication retry count fidick in the New: field
corresponding t&Communication Retry Count, then type the numerical value (e.g., 9)
for the new communication retry count.

6 To modify the systen communiction rery interval first click in the New: field
corresponding t&ommunication Retry Interval, then type the numerical value (e.g., 3)
for thenew communiction retry interval.

7 To modify the systen monitor timefirst click in the New: field corresponding to
Monitor Time, then type the numerical value (e.g., 3) for the new monitor time.

8 To modify the system screen update time first click inNtasv: field corresponding to
Screen Update Time, then type the numerical value (e.g., 4) for the semeenupdate
time.

9 Click on the OK button & the bottom of theOperator Tools: Modify System
Parameterstab to save the changes to system parameters.

e The changes are invoked.

File Transfer

The File Transfea tool alows the Ingest/DistributionTechnidan to transfe files to thesdence
community. The file transfea tool dlows the Ingest/Distribution Tehnidan to build aSysten
Monitoring and Coordinatio@enter(SMC) History File or selectanyfile to betransferredrom
a specified point of origin to a destination desired by the user.

To transferfiles usethe procedurghatfollows. The procedurestarts with the assunption thatall
applicable serversand the Ingest GUI are currently running and thgest Intro screen
(Figure 7) is being displayed.

Transferring Files

1 Click on the Ingest GUDperator T ools tab.
e TheOperator Tool screen (Figure 18) is displayed.
2 Click on theFile Transfe tab.

e TheFile Transfa screen (Figure 21) is displayed.
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10
11

Click on ether the Build SMC History Files or the Generic File Transfer button as
appicabk.

e Build SMC History Files creaessaid file(s) for operator transfer.
e Generic File Transfer allows any type of directory or file to beansferred.

Verify that the pah in the Filte field (in the Transfa Origin box) is appropriate for
sarching for thefile to betransfared.

e If the pah in theFilter field is not gppropride for searching for thefile to be
transfared, first dick in theFilter field, then type the correct path.

e Ensuretha the pah in the Filter field ends wih a shsh and an asisk (*);
othawise no files will belisted.

Click on theFilter button.

e A list of subdirectories in the last directosiiownin the Filter field is displayed in
theDirectories field.

e Alist of files in thelast directory shown inthe Filter field is displayed in thé&iles
field.

If the file to be transfered is not listel in the Files field but may be in one of the
subdirectories listed in thBirectories field, select (by clicking on the desiremtry to
highlight it) the subdirectory where the file may be located.

Click on theFilter button.
e The path shown in thieilter field is modified to include the selected subdirectory.

e A list of subdirectories in the last directosiiownin the Filter field is displayed in
theDirectories field.

e Alist of files in thelast directory shown inthe Filter field is displayed in thé&iles
field.

Repeat Steps 6 ad 7 & necessay until thefile to betransfered is listal in theFiles field.

In the Files field select (by clicking on the desired entry to highlight it) the file to be
transferred.

e Thehighlightal file is entered into theSdection field.
Click on theOK button in theTr ansfa Origin box.

Verify tha thefile to betransfered (including thecorrect pah to thefile) is displaed in
the Selection field.

e Eitherrepeatthe Steps4 through10 as necessary to display the file to be transferred
in the Selection field or dick in the Slection field and type the correct path and file
name of the file to be transferred.
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13

Click in the Transfer Destination field, then type hostnamépath (e.g.,
g0drg01/usr/ecs/OPS/CUSTOM/dat&) the directory/file where the file is to be
transferred.

Click on theOK button d the bottom of theOperator Tools: File Transfer tab to
execue the file transfer.

e Thefile is transfared.

75 625-CD-008-002



This page intentionally left blank.

76 625-CD-008-002



Troubleshooting Ingest Problems

Troubl e Symptoms

Troubleshooting is a process of identifying the source of problems obagigof observed
troublesymptoms. One common source of problems involves the reliance on messages or data
from other subsysims. Like many other operabnal areasn ECS, ingesthas nterfaceswith

many other subsysins. Consequeny, probens with ingestcanbe tracedto either the Ingest
Subsyste or oneof many othe ECS subsystas, induding (but not neessaily limited to)
thosein thefollowing list:

e Data Server Subsystem (DSS).

e Interopeability Subsysten (10S).

e Communications Subsystem (CSS).

e System Management Subsystem (MSS).

However, urike many other operabnal areas m ECS ingesthas nterfaces wih exernal daa
providers. Consequeny, sone ingestproblems can beraced 6 mistakes n the deivery records
furnished by the data providers or errors in transmission of the data.

Tablel describes actions to be taken in response to smmmenoningestproblems. If the
problem cannot be identified and fixed without help withineasonablegoeriod of time, the
appropriate response is to call the help deskutimita trouble ticket in accordancewith site
Problem Management policy.

Table 1. Troubleshooting Ingest Problems

Symptom Response

Unable to log in to any host (e.g., Check with the Operations Controller/System Administrator to
Operations Workstation, g0acs02). ensure that the host is “up.”

GUI not displayed when the start-up | 1. Ensure that the DISPLAY variable was set properly.

script has been properly invoked. 2. Ensure that the xhost command was given on the initial login
host.

[For detailed instructions refer to the procedure for Launching the
Ingest GUI (previous section of this lesson).]
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Table 1. Troubleshooting Ingest Problems

Symptom

Response

Message received indicating a data
ingest failure.

1. Ensure (e.g., using ECS Assistant) that the necessary hosts
and servers (listed in Table 2) are “up.”

2. If hosts/servers have gone down, notify the Operations
Controller/System Administrator to have servers brought back up
using HP OpenView.

3. If hosts/servers are all “up,” refer to the procedure for
Recovering f rom a Data Ingest Failure (subsequent section of
this lesson).

Other problems.

Check the log files (e.g., EciInRegMgr.ALOG, EcinAuto.ALOG,
EcInPolling.ALOG, EcIinGran.ALOG, EcInGUI.ALOG) in the
/usrlecs/MODE/ICUSTOM/logs directory of the relevant host(s) for
error messages.

[For detailed instructions refer to the procedure for Checking Log
Files (subsequent section of this lesson).]

Table 2. Hosts, Servers, C lients and Ot her Sof tware Relevant to Ingest

HOST

SERVER/CLIENT/OTHER SOFTWARE

Ingest Server (e.g., x0icg01)

Automated Network Ingest Interface (EclnAuto)
Polling Ingest Client Interface (EclnPolling)
Interactive Ingest Interface (Eclninter)

Ingest Request Manager (EclnReqMgr)

Ingest Granule Server (EcinGran)

Ingest FTP Server (EcDsStIngestFtpServer)
Staging Disk Server (EcDsStStagingDiskServer)

Distribution Server (e.g., x0dis02)

8mm Server (EcDsSt8MMServer)
D3 Server (EcDsStD3Server)

Working Storage (e.g., xOwkg01)

Archive Server (EcDsStArchiveServer)

Staging Monitor Server (EcDsStStagingMonitorServer)
Staging Disk Server (EcDsStStagingDiskServer)
Ingest FTP Server (EcDsStIngestFtpServer)

SDSRYV Server (e.g., x0acs03)

Science Data Server (EcDsScienceDataServer)
HDF EOS Server (EcDsHdfEosServer)

Access/Process Coordinators (APC)
Server (e.g., x0acg01)

Archive Server (EcDsStArchiveServer)

FTP Distribution Server (EcDsStFtpDisServer)
Staging Monitor Server (EcDsStStagingMonitorServer)
Staging Disk Server (EcDsStStagingDiskServer)
Ingest FTP Server (EcDsStIngestFtpServer)

Pull Monitor Server (EcDsStPullMonitorServer)
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Table 2. Hosts, Servers, C lient s and Ot her Sof tware Relevant to Ingest

HOST SERVER/CLIENT/OTHER SOFTWARE

FSMS Server (e.g., x0drg01) Archive Server (EcDsStArchiveServer)
Staging Monitor Server (EcDsStStagingMonitorServer)
Staging Disk Server (EcDsStStagingDiskServer)

Interface Server 01 (e.g., x0ins02) Advertising Server (EcloAdServer)

Interface Server 02 (e.g., x0ins01) Subscription Server (EcSbSubServer)
Event Server (EcSbEventServer)
Data Dictionary (EcDmDictServer)

Recovering from a Data Ingest Failure

The automated ingest processes (including polling ingest) normally dequteintervention

by the Ingest/Distribution TechniciarHowever, when an ingest fault (error) occurs, threey

be arequirementor action to recover from the erroRecovery actions may be made necessary
by invalid DAN contents or other errors that result in data ingest failure.

When a faul (error) occurs,he folowing actons occur:
e The processing of the ingest request stops.

e A message is sent to the Ingest/Distribution Technician and the data provider with a
brief description of the problem.

The Ingest/DistributionTechnicianmay usethe Ingest GUI Monitor/Control screen, the Ingest
History Log (refer to the section on Ingest Status Monitoring) and/or the following lodifiles
the /usr/&essmoddCUSTOM/logsdirectory on the ingest host machine) to review the failure
event

e EcInRegMgr.ALOG (ingest request manager log).
e EcInAuto.ALOG (automated ingest log).

e EcInPolling.ALOG (polling ingest log).

e EcInGran.ALOG (granule server log).

e EcInGUI.ALOG (Ingest GUI log).

This secton congins sone exanples of fauls thatare Ikely to occur,descrbesthe notificaions
provided, and proposes operator actions in response to each fault sitiiag@pecificrecovery
actions may vary due to operator preference or local DAAC policy.

When troubleshooting a data ingest failure, use the procedure that follbMgrocedurestarts
with the assumption that all applicable servers andripestGUI are currentlyrunningandthe
Monitor/Control (All Requests)screen (Figure 9) is being displayed.
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Troubleshooting a Data Ingest Failure

1 Upon receipt of the operator alert, use tMenitor/Control screen scroll bars as
necessary to identify the faulty ingest request.

e When there is a data ingest failure, the system provides the following three responses:
- Logs the error.
- Alerts thelngest/Distribution Tehnidan.

- Returnsa DAA/PDRD (DAN/PDR error) or DDN/RAN (retrieval problem) to
the data provider indicating the nature of the failure.

- Note that ECS does not send PDRDs to EDOS.
Review the information concerning the faulty ingest request.

3 If additional information is needed, open and read the appropriate log fithein
/usr/ecssmod€dCUSTOM/logs directory on the ingest host machine.

e For detailed instructions refer to the procedureGbecking Log Files(subsequent
section of this lesson).

4 Perform the appropriate recovery procedure depending on the nature of the problem:
e Recovering from a Fauty DAN.
e Recoverng from Exceedng the Volume Threshold.
e Recovernhg from Exceedng the Maximum Number of Concurrent Requests.
e Recoverng from Insuffi cient Disk Space.
e Recovernhg from Exceedng the Expiration Date/Time Period.
e Recovering from File Transfer (ftp) Error.

e Recovernhg from Processing Errors.

Recovering from a Faulty DAN

If a DAN/PDR is invalid, ECSsends the data provider a DAARD to that effect and the data
providermustsubmita new DAN/PDR. The Ingest/Distribution Technician should respond to
the error by contacting the data provider to give an alertthigaingestfailure hasoccurred,
provide as much information as possible about why the faidccarred,anddeterminewhether
thedaaingest regquest will bere-initiated.
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When working to recoverfrom an invalid DAN/PR, use the procedure that followsThe
procedure starts with the following assumptions:

e The Ingest GUIMonitor/Control (All Requests) screen (Figure 9) is being
displayed.

e Stepsl through 3 of therocedurdor Troubleshooting a Data Ingest Failurehave
been complaed.

Recovering from a Fauty DAN/PDR

1 Contact (by telephone or e-mail) the data provider to discuss the following issues:
e Report theingest falure.
e Discuss what has been discovered from reviewing the failure event data.

e Determinewheher thedata provide will re-initiate the daa ingest request with anew
DAN/PDR.

2 If the data ingest request is to bere-initiated, monitor thesubsguent ingest & desaibed
in the procedure fa¥ onitoring Ingest Requests.

Recovering f rom Exceeding t he Volume Threshold

Data Ingestmay fail for reasons other than invalid DANMR contents. For example, if the
specifiedsystenvolume threshold has been exceeded, the system sends aANDIVfhe Data
Provider indicating that the system is full and an attempt should be retried again later.

If a dat provider's voume thresholl has been exceeded, uke procedurehiat follows. The
procedure starts with the following assumptions:

e The Ingest GUIMonitor/Control (All Requests) screen (Figure 9) is being
displayed.

e Stepsl through 3 of therocedurdor Troubleshooting a Data Ingest Failurehave
been complaed.

Recoverng from Exceedng the Volume Threshold

1 If it is decided to increase the system volume threshold, first click cDplkeator T ools
tab.

e TheOperator Tools screen (Figure 18) is displayed.
2 Click on theModify System Parametergab.
e TheModify System Parametersscreen (Figure 20) is displayed.
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3 Click in the New: field corresponding td/olume Threshold, then ype the nunerical
value for the new volume threshold.

e The current value of the volume threshold is printed the correspondindine for
reference purposes.

4 Click on the OK button @ the bottom of theOperator Tools: Modify System
Parameterstab to save the changes to system parameters.

e The changes are invoked.
5 Click on theMonitor/Control tab.

e TheMonitor/Control screen (Figure 9) is displayed.
6 Click on theAll Requests button.

e Alternaively, dather a paticular Data Provider or Request ID may be spedied as
described in the procedure fidronitoring Ingest Requests.

7 Click on theText View button.

8 If the daa ingest request is to bere-initiated, monitor thesubsguent ingest & desaibed
in the procedure favionitoring Ingest Requests.

Recovering f rom Exceeding t he Maximum N umber of Concurrent Requests

If thespecified system request threshold has been exceeded, the system sendsANDD M€
Data Provider indicating that the system is full and an attempt should be retried agailf ater.
data provider’s requesthreshotl has been exceeded, ube procedurehiat follows b increase
the system request thresholBhe procedure starts with the following assumptions:

e The Ingest GUI Monitor/Control (All Requests) screen (Figure 9) is being
displayed.

e Stepsl through 3 of the@rocedurdor Troubleshooting a Data Ingest Failurehave
been complded.

Recoverng from Exceedng the Maximum Number of Concurrent Requests

1 If it is decided to increase the system request threshold, first click @ptrator T ools
tab.

e TheOperator Tools screen (Figure 18) is displayed.
2 Click on theModify System Parametergab.
e TheModify System Parametersscreen (Figure 20) is displayed.
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3 Click in the New: field corresponding td&request Threshold, then {pe the nunerical
value for the new volume threshold.

e The current value of the request threshold is printedtbe correspondindine for
reference purposes.

4 Click on the OK button @ the bottom of theOperator Tools: Modify System
Parameterstab to save the changes to system parameters.

e The changes are invoked.
5 Click on theMonitor/Control tab.

e TheMonitor/Control screen (Figure 9) is displayed.
6 Click on theAll Requests button.

e Alternaively, dather a paticular Data Provider or Request ID may be spedied as
described in the procedure fidronitoring Ingest Requests.

7 Click on theText View button.

8 If the daa ingest request is to bere-initiated, monitor thesubsguent ingest & desaibed
in the procedure favionitoring Ingest Requests.

Recovering f rom Insuf ficient Disk Space

After the receipt of the DAN/BR, a dsk space ébcaton is requestd fromthe Data Server, and
atime-out time for thedisk dlocation is sé. In the event tha the Data Sever has insuffident
disk space, the time-out timer will expir@.he Ingest Subsystem notifies the operator that
ingest requestis waiting for Data Server disk allocation. Upon receipt of the alert, the
IngestDistributon Techntian nust decde wheher b wat for disk spaceto be allocatd
automatically or to cancel the request (as described in a previous section of the lesson).

Recovering f rom Exceeding t he Expirat ion Date/Time Period

If data are unavailable but thetime peiod during whit tha daa were to have been male
available has expired, the error is logged in the event log, and a DDN/PAN is sent to the Data
Providerindicatingexpiration date/time exceeded.he Ingest/Distribution Technician receives

an alert on his/her screen, then contacts the data provider to resolve the problem.

If a data provider's expiration date/time period has been exceeded, use the procedure that
follows. The procedure starts with the following assumptions:

e The Ingest GUI Monitor/Control (All Requests) screen (Figure 9) is being
displayed.

e Stepsl through 3 of thegrocedurdor Troubleshooting a Data Ingest Failurehave
been complded.
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Recoverng from Exceedng the Expirati on Date/Time Period

1 Contact (by telephone or e-mail) the data provider to discuss the following issues:
e Report theingest falure.
e Discuss what has been discovered from reviewing the failure event data.
e Determine wheher thedaa provide will re-initiate the data ingest request.

2 If the daa ingest request is to bere-initiated, monitor thesubsguent ingest & desaibed
in the procedure favlonitoring Ingest Requests.

Recovering from File Transfer (ftp) E rror

After numerous unsuccessful data transfer retries, an error is logged indwethidog, the
Ingest/Distribution Technician is notified and a DDHNNPis sentto the DataProviderindicating

ftp failure. The Ingest/Distribution Technician reviews all current ingest requests tising
Monitor/Control (All Requests) screen ofthe ECS Ingest GUI to determine whether other
communication-relatedailures have occurred and may consult with the data provider(s) to
resole the probém

If it is necessaryat recover froma file transfer erroruse the procedurethat follows. The
procedure starts with the following assumptions:

e The Ingest GUI Monitor/Control (All Requests) screen (Figure 9) is being
displayed.

e Stepsl through 3 of therocedurdor Troubleshooting a Data Ingest Failurehave
been complded.

Recovering from File Transfer (ftp) Error

1 Reviewall currentingest requests using the Ingest Gbnitor/ Control (All Requests)
saeen to deermine wheher there are othe failures tha may be communi@tion-reated.

2 If there are other failures that may be communication-related, contacDAWRE
Resource Manager to determine whether the ftp errordsedcommunication-related
and how to respond to the problem.

3 If it is decided either to increase the communication retry count or to re-initiateytrst
request, click on the Ingest GQlperator T ools tab.

e TheOperator Tools screen (Figure 18) is displayed.
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4 Click on theModify System Parametergab.
e TheModify System Parametersscreen (Figure 20) is displayed.
5 Review the current value f@ommunication Retry Count.

If it is decided to increase the communication retry count, follow the procedure for
Modifying System Parameters.

7 Contact (by telephone or e-mail) the data provider to discuss the following issues:
e Report theingest falure.
e Discuss what has been discovered from reviewing the failure event data.
e Determinewheher thedaa provide will re-initiate thedaa ingest request.

8 If the data ingest request is to bere-initiated, monitor thesubsguent ingest & desaibed
in the procedure fa¥ onitoring Ingest Requests.

Recovering f rom Processing Errors

Ingest processing errors may require Ingest/Distribution Technician intervefit@following
problems are examples of processing errors.

e Misshg Required Metadata.

e Unknown Data Type.

e Template Out of Synchronization (Sync).
e Unavailable File Type.

» Metadata Validation Error.

e Missing Optional Data Files.

If it is necessary to recover from a processing error, use the procedure that follbes.
procedure starts with the following assumptions:

e The Ingest GUIMonitor/Control (All Requests) screen (Figure 9) is being
displayed.

e Stepsl through 3 of theprocedurdor Troubleshooting a Data Ingest Failurehave
been complaed.
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Recoverng from Processing Errors

1 If the processingerror involves missing required metadata or an unknown data type,
contact(by telephoneor e-mail) the data provider to request the data provider to make the
necessay corrections and reinitiate ingest.

2 If the processing error involves an out-of-sync template or an unavailable file type,
submit a trouble ticket in accordance with the trouble ticketing procedures.

3 If the processing error involves an out-of-sync template or an unavailable file type,
contact(by telephone or e-mail) the data provider to request the data provider to re-
initiate ingest when theproblem has been fixed.

4 If the processing error involves a metadata validation emrarissingoptionaldatafiles
andif the processing template instructions indicate to continue inserting the data, contact
(by telephone or e-mail) the data provider to provide notificationthigedatahavebeen
flagged as bad.

e If the processingtemplae instrudions indicate to continue inseting the daa, the
following evens occur:

- The error is logged in the event log,
- The data are flagged as bad.

- A preprocessig failure akrt for each da granuk appears onhe
Ingest/Distribution Technician’s screen.

- A Metadata Problem Report is generated.

5 If the processing error involves a metadata validation emrarissingoptionaldatafiles
andif the processing template instructions require the rejection of the data, contact (by
telephone or e-mail) the data provider to request the data provider to make the necessary
corrections and reinitiate ingest.

e |If the template instrudions rejuire the rgection of thedaa, the normad notices and
alertsare sent, including a DDN/RN to the external data provider indicating the
preprocessing failure.

6 If the daa ingest request is to bere-initiated, monitor thesubsguent ingest & desaibed
in the procedure favl onitoring Ingest Requests.
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Checking Log Fi les

Log files can provide indications of the following types of problems:
e DCE problems.
e Database problems.
e Lack of dsk space.

The procedure for checking log files starts with the assumpitaiithe operatorhasloggedin to
the ECS system and the appropriate host.

Checking Log Files

1 Access a terminal window logged in to the appropriate host.

e OperationsWorkstation(e.g.,e0acs03g0acs02, |I0acs01, nOacs03) has the following
ingest log files:

- EcInGUIL.ALOG.

e IngestServer(e.g.,e0icg01,g0icg01, 10icg01, nOicg0l) host has the following ingest
log files:

- EcInRegMgr.ALOG.
- EcInAuto.ALOG.
- EcInPolling.ALOG.
- EcInGran.ALOG.
2 Typecd /usr/lecsMODE/CUSTOM/logs then pres&eturn/Enter.

e Change directory to the directory containing the ingest log files (e.g.,
EcInReqMgr.ALOG, EcInAuto.ALOG, EcInPolling.ALOG, EcInGran.ALOG,
EcInGUIL.ALOG).

3 Typepg filenamethen press Return/Enter.

e filename refers to the ingest log file tbe reviewed (e.g., EcinRegMgr.ALOG,
EcInAuto.ALOG, EcInPolling.ALOG, EcInGran.ALOG, EcInGUI.ALOG).

e The first page of the log file is displayed.

e Althoughthis procedure has been written for thg command, any UNIX editor or
visualizing command (e.gvj, more, tail) can be used to review the log file.

4 Review the log file to identify problems that have occurred.

Respond to problems as follows:
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e DCE problems.

- Notify the Opeations Controlle/Systen Administrgor of suspeted DCE
problems.

e Database problems.
- Verify that relevant database servers are running.

- Check for lack of (or corruption of) data in the database using either a
database browser or isql commands.

- Notify the Database Administrator of suspected database problems.
e Lack of dsk space.
- Remove unnecessary files.

- Notify the Opeations Controlle/Systen Administraor of recurring disk
space prolans.
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Practical Exercise

Introd uction

This exercise is designed to give the students practice in key aspects of ingest.

Equipment and Materials
One ECS workstation per student.
Statementof the requiements for the exrcise.

Version 2.0 Operations Tools Manual for the ECS Projé69-CD-003-002,0ne copy per
student.

Mission Operation Procedures for the ECS Projédtl-CD-004-003, one comer student.

Launching the Ingest GUI

The exercise involves launching the ingest GUI using UNIX commaitie exerciséegins
with a student acting in the role of Ingest/Distribution Technicgmognizingthe needto launch
the ingest GUI.The student launches the ingest GUI as specified in the requirements.

Perform the following steps:
1. Log-in to the ingest client server host using secure shell.
2. Set the necessary environmental variables.

3. Start the ECS Ingest GUI in the appropriate mode.

Monitoring/Controlling Ingest Requests

The exercise involves monitoring ingest requests ugiagngestGUI Monitor/Control screen.

The exercise begins with a student acting inrttheof Ingest/DistributionTechnicianbeingcued

to monitoringest requestsThe requirements may include instructions to change the status of an
ingestrequest(e.g., cancel,suspendpor resume processing of an ingest reque3ie student
monitors ingest requests as specified in the requirements.

Perform the following steps:
Select the Ingest GUI Monitor/Control tab.
Select the appropriate set of ingest requests.

Select the type of view (i.e., graphical or text).

P w0 DN

Observe ingest request processing.
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5. Changethestaus of ingst requests & speified in thewritten or stéed requirements.

Viewing the Ingest History Log

The exercise involves viewing the ingest history log using the Ingest GUI Historgdregn.

The exerase begis with a stidentacing in therole of IngestDistribution Techntianreceving

the necessary information/requirements for viewinghiséory log entriesconcerningspecified
ingestrequests.The student selects the appropriate criteria and has the GUI display the history
log as specified in the requirements.

Perform the following steps:
1. Select the Ingest GUI History Log tab.

2. Select the time period, data provider, data type, and/or final request status as specified in the
requirements for the exercise.

3. Select Detailed Report or Summary Report as specified in the requirements for the exercise.

4. Display the history log report.

Verifying the Archiving of Ingested Data

The exercise involves verifying the archiving of ingested dafhe exercise begins with a
student acing in the role of IngestDistributon Techntian recering the necessary
information/requirements for verifying the archiving of ingested d&the studentdetermines
wheter he daa speciied n the requiements has aatally been archied.

Perform the following steps:

1. Log into the FSMS host.

2. Change directory to the directory containing the archive data.
3. Perform a long listing of directory contents.
4

. Compare End Date(s)/Time(s) and Data Volume(s) for the applicable ingest request(s) shown
on thelngest GUI with thedaes/times and file sizes listed for thefiles in thedirectory.

Cleaning the Polling Directories

The exerciseinvolves cleaning the polling directories using the clean-up sciipie exercise
beghns wih a stidentacing in the rok of IngestDistribution Techntianreceving the necessary
information/requirementsor cleaningthe polling directories using the clean-up scripthe
student runs the clean-up script as specified in the requirements.
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Perform the following steps:
1. Log in to the ingest client host.
2. Type the command to start the clean-up script.

3. Type appropriate responses to clean-up script prompts.

Performing Media Ingest (from 8mm and/or D3 Tape)

The exercise involves ingesting data from an 8mm oitdp@ cartridge. The exercisebegins

with a stdent acing in the roke of IngestDistributon Techncian receving the necessary
information/requirement®r performingingestfrom a hard (physical) mediumThe student has
the Ingest Subsystem ingest data from the tape cartridge as specified in the requirements.

Perform the following steps:

Select the Ingest GUI Media Ingest tab.
Identify the type of medium.

Enter the sacker ID (f appicabk).

Place he Bpe cantidge n a sacker sbt.
Enter the sacker sbt ID (if appicabk).
Select the data provider.

Enter the media volume ID.

Identify the ddivery record file location.

© © N o g bk~ w NP

Initiate and monitor thedda transfe.

Scanning Documents and Gaining Access to Scanned Documents

The exercise involves scanning a document and checkingleéheesulting from scanningto

verify that the scanmg has been accgiished propesl. The exer@e begis with a student
acing in the role of |IngestDistribuion Techntian recering the necessary
information/requirements for scanning a documeéltie studentscanshe documentandchecks
the resuing file as spedied n the requiements for he exerae.

Perform the following steps:

1. Start the scanning program.

Selectthe Save Image Defer OCRoption.
Load documentinto the HPScanJetffeeder.

Start the scanning process.

a r DN

Save the document.
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6. Start Windows Explorer.
7. Open the scanned document.

8. Review the document to verify that it has been properly scanned.

Modifying External Data Provider/Interactive User Information

The exercisenvolvesmodifying external data provider information (e.g., passwords, thresholds,
or priority) using the Ingest GUI Operator Tools: Modify Exterriahta Provider/User
Information screen.The exercise begins with a student acimghe role of Ingest/Distribution
Techncian receving the necessary nformationfequrements for nodifying the nformation
concerningan externaldata provider. The student makes the appropriate modifications (as
specified in the requirements) to the information concerning the data provider.

Perform the following steps:
1. Select the Ingest GUI Operator Tools: Modify External Data Provider/User Information tab.

2. Selectthedata provider (asspecfied in the requiements for the exerce) whoseriformaton
is to be changed.

3. Modify the data provider information as specified in the requirements for the exercise.

4. Save the changes to data provider information.

Modifying System Par ameters

The exercise involves modifying Ingest operating parameters {ergsholds,jntervals)using

the Ingest GUI Operator Tools: Modify System Parameters scrEle@exercisebeginswith a
student acing in the role of IngestDistributon Techntian recering the necessary
information/requirements for modifying the Ingest operating parameidns.student makebe
appropriate modifications (as specified in the requirements) to the Ingest operating parameters.

Perform the following steps:
1. Select the Ingest GUI Operator Tools: Modify System Parameters tab.
2. Modify the Ingest operating parameters as specified in the requirements for the exercise.

3. Save the changes to Ingest operating parameters.

Transferring Files

The exercise involves transferring files using the Ingest Gpérator Tools: File Transfer
screen. The exercise begins with a student acting in the role of Ingest/Distribution Technician
receving the necessarnformationfequrements for ransferrng files. The studenttransfershe
file(s) specified in the requirements.
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Perform the following steps:

1.
2.

Select the Ingest GUI Operator Tools: File Transfer tab.

Select either Build SMC History Hles or Gened Hle Transfer as speced n the
requirements for the exercise.

3. Seectthe file(s) (as spetiied n the requiements for he exerce) b be tansferred.

4. Ente the destindion (as speified in the requirements for theexercise of the file(s) to be

5.

transferred.

Initiate and monitor thdile transfa.

Troubl eshooti ng Ingest Pr oblems

The exercise involves troubleshooting and recovering frashataingestfailure (e.g.,a faulty
DAN, exceeding the volume threshold, insufficient disk space, or ftp effbigexercisebegins
with a sudent acing in the roke of IngestDistribuon Techncian receving the necessary
information/requirement®r troubleshooting a data ingest failuréhe student troubleshoots the
failure specified in the requirements, identifies and recovers from the problem.

Perform the following steps:

1.

Select the Ingest GUI Monitor/Control tab.

2. ldentify the faulty ingest request.
3.
4

. Perform the appropriate recovery procedure depending on the nature of the problem (as

Review the information concerning the ingest fault.

specfied n the requiements for he exerae).

93 625-CD-008-002



This page intentionally left blank.

94 625-CD-008-002



Slide Presentation

Slide Presentation Description

The following slide presentation represents the slides used Iysthéctorduringthe conductof
this lesson.
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